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CrisisGo offers a visitor management system called GateKeeper, designed to
streamline visitor entry and enhance safety. GateKeeper integrates with existing
systems, provides real-time notifications, and enables two-way communication for
safety during emergencies. It also allows for background checks and can alert staff
to invalid or flagged IDs. CrisisGo offers a visitor management system specifically
designed to address school safety and efficiency. It enhances safety by screening
visitors against relevant databases and keeping track of everyone on campus. The
system streamlines the process with self-service kiosks, pre-approved visitor
options, and badge printing. This reduces wait times and improves communication
between staff and visitors. Overall, CrisisGo aims to create a secure and efficient
learning environment for everyone at school.

In order to provide these services, CrisisGo requires access to certain District
student data as needed in order to support the emergency management functions
of the platform, necessitating a data privacy agreement. Accordingly, the District
and CrisisGo executed the enclosed data sharing agreement on 01/02/2025 and
now ask the Board to ratify this agreement.

This data sharing agreement is the standard California - National Student Data
Privacy Agreement (CA-NDPA), adopted by the California Student Privacy Alliance
to meet the requirements of the Family Educational Rights and Privacy Act (FERPA)
and Assembly Bill 1584 (which allows school districts to share data with software
providers so long as the contracts include certain specified provisions).

The standard terms of the CA-NDPA ensure that the vendor will take all precautions
to safeguard our students’ data. The term of the CA-NDPA is the same as the term
of the underlying services agreement.

The CA-NDPA is a piggy-backable agreement. This means that a software vendor
may enter the CA-NDPA with one school district and thereafter, by signing Exhibit
E (which consists of a “general offer of terms”) allow any other school district to
countersign Exhibit E and be entitled to the same protections set forth in the
underlying CA-NDPA.

Here, CrisisGo has signed the CA-NDPA with the Oakland Unified School District,
and it further signed Exhibit E, which, again, allows any other school district to
likewise sign Exhibit E and share the same data with Navigate360 under the same
terms. Accordingly, the District signed the CA-NDPA on 05/13/2024, and now asks
the Board to ratify this agreement.

e CrisisGo @alifornia National Student Data Privacy Agreement with Exhibit E
e Software as a Services (SaaS) Agreement



OAKLAND UNIFIED
SCHOOL DISTRICT

SOFTWARE AS A SERVICE (SaaS) AGREEMENT 2024-2025

This Services Agreement (“AGREEMENT”) is a legally binding contract entered into between the
Oakland Unified School District (“OUSD”) and the entity or individual (“SOFTWARE PROVIDER,”
together with OUSD, “PARTIES”) named in Exhibit A, attached hereto and incorporated herein
by reference. Unless otherwise stated herein, “SOFTWARE PROVIDER INDIVIDUAL” includes (to
the extent they exist): SOFTWARE PROVIDER Board members, officers, trustees, and directors;
SOFTWARE PROVIDER employees, agents, consultants, contractors and subcontractors,
representatives, and other similar individuals; and volunteers and others unpaid persons under
SOFTWARE PROVIDER’s direction, invitation, or control.

The PARTIES hereby agree as follows:

1. Services.

a.

SOFTWARE PROVIDER shall shall grant access to or otherwise provide provide the
services (“SERVICES”) as described in #1A and #1B of Exhibit A, attached hereto
and incorporated herein by reference. To the extent that there may be a school
closure (e.g., due to poor air quality, planned loss of power, COVID-19) or similar
event in which school sites and/or District offices may be closed or otherwise
inaccessible, SOFTWARE PROVIDER shall describe in #1B of Exhibit A whether and
how its services would be able to continue.

SOFTWARE PROVIDER shall provide to Customer the necessary passwords and
network links or connections to allow Customer to access the Services.

SOFTWARE PROVIDER shall provide OUSD with support services to support
teachers and staff with technical issues and troubleshooting throughout the
course of the contract as requested by OUSD and as further outlined in Exhibit
A.

SOFTWARE PROVIDER grants such licenses and user permissions as the SOFTWARE
PROVIDER offers in its end user license agreement (See Exhibit B if applicable) and
terms of use and as OUSD may accept by Click-Wrap. If SOFTWARE PROVIDER
provides an End User agreement for incorporation into this agreement, OUSD only
agrees to the terms of the End User agreement as of (“Insert Date”) in the exact
wording as they appear in Exhibit B. OUSD does not agree to any future iterations
of SOFTWARE PROVIDER’S End User Agreement that occur on its website or
elsewhere after (“Insert Date”).

To the extent that any terms in License Provider’s End User agreement, Click-wrap
other agreement or document, quote or invoice are in conflict with any of the
following, OUSD DOES NOT agree to any of the following:

(i) Jurisdiction, venue, and governing law other than California.
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(ii) Indemnification by OUSD of any person.

(iii) Binding arbitration or any other binding extra-judicial dispute resolution
process.

(iv) Waiver of jury trial.

(v) Use or ownership of OUSD Information other than as expressly permitted
in this Agreement.

(vi) Automatic renewal of licenses, end user license agreements, terms of use,
or any other contractual rights and obligations

(vii)  Insurance provision and Confidentiality, Liability found in this agreement.
Insurance, Confidentiality and Liability obligations other than those found
in this agreement.

2. Term. The term (“TERM”) of this AGREEMENT is established in Exhibit A.

3. Compensation.

a.

Over the TERM, OUSD agrees to pay SOFTWARE PROVIDER the amount of money
stated in Exhibit A for satisfactorily performing the SERVICES. OUSD shall not pay
and shall not be liable to SOFTWARE PROVIDER for any costs or expenses paid or
incurred by SOFTWARE PROVIDER not described in Exhibit A.

Compensation for SERVICES performed outside of the TERM (e.g., prior to
execution of this AGREEMENT or after its termination) shall be at OUSD’s sole
discretion and in an amount solely determined by OUSD. SOFTWARE PROVIDER
agrees that it shall not expect or demand compensation for the performance of
such SERVICES.

SOFTWARE PROVIDER acknowledges and agrees not to expect or demand
compensation for any SERVICES performed prior to the PARTIES, particularly
OUSD, validly and properly executing this AGREEMENT and SOFTWARE PROVIDER
shall not rely on verbal or written communication from any individual, other than
the OUSD Superintendent or the OUSD Legal Counsel, stating that OUSD has
validly and properly executed this AGREEMENT.

Payment for SERVICES shall be made for all undisputed amounts no more
frequently than in monthly installment payments within sixty (60) days after
SOFTWARE PROVIDER submits an invoice to OUSD, in accordance with Paragraph
4 (Invoicing), for the SERVICES actually performed and after OUSD’s written
approval that the SERVICES were actually performed. The granting of any payment
by OUSD, or the receipt thereof by SOFTWARE PROVIDER, shall in no way lessen
the liability of SOFTWARE PROVIDER to correct unsatisfactory performance of
SERVICES, even if the unsatisfactory character of the performance was not
apparent or detected at the time a payment was made. If OUSD determines that
SOFTWARE PROVIDER’s performance does not conform to the requirements of
this AGREEMENT, SOFTWARE PROVIDER agrees to correct its performance
without delay.
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Invoicing. Invoices furnished by SOFTWARE PROVIDER under this AGREEMENT must be in

a form acceptable to OUSD.

a. All amounts paid by OUSD shall be subject to audit by OUSD. Invoices shall include,
without limitation: SOFTWARE PROVIDER name, SOFTWARE PROVIDER address,
invoice date, invoice number, purchase order number, name of school or
department to which the SERVICES were provided, name(s) of the person(s)
performing the SERVICES, date(s) the SERVICES were performed, brief description
of the SERVICES provided on each date, total invoice amount, and the basis for the
total invoice amount (e.g., if hourly rate, the number of hours on each date and
the rate for those hours).

b. If OUSD, at its sole discretion, determines an invoice fails to include the required
elements, OUSD will not pay the invoice and will inform SOFTWARE PROVIDER of
the missing items; SOFTWARE PROVIDER shall resubmit an invoice that includes
the required elements before OUSD will pay the invoice.

c. Invoices must be submitted no more frequently than monthly, and within 30 days
of the conclusion of the applicable billing period. OUSD reserves the right to refuse
to pay untimely invoices.

d. OUSD reserves the right to add or change invoicing requirements. If OUSD does
add or change invoicing requirements, it shall notify SOFTWARE PROVIDER in
writing and the new or modified requirements shall be mandatory upon receipt
by SOFTWARE PROVIDER of such notice.

e. To the extent that SOFTWARE PROVIDER has described how the SERVICES may be
provided both in-person and not in-person, SOFTWARE PROVIDER’s invoices
shall—in addition to any invoice requirement added or changed under
subparagraph (d)—indicate whether the SERVICES were provided in-person or
not.

f. All invoices furnished by SOFTWARE PROVIDER under this AGREEMENT shall be
delivered to OUSD via email unless OUSD requests, in writing, a different method
of delivery.

Suspension. If OUSD, at its sole discretion, develops health and safety concerns related
to SOFTWARE PROVIDER’s provision of SERVICES, then the OUSD Superintendent or an
OUSD Chief may, upon approval by OUSD legal counsel, issue a notice to VENDOR to
suspend this AGREEMENT, in which case SOFTWARE PROVIDER shall stop providing
SERVICES under this AGREEMENT until further notice from OUSD. OUSD shall compensate
SOFTWARE PROVIDER for the SERVICES satisfactorily provided through the date of
suspension.

Termination. Upon termination consistent with this Paragraph (Termination), SOFTWARE
PROVIDER shall provide OUSD with all materials produced, maintained, or collected by
SOFTWARE PROVIDER pursuant to this AGREEMENT, whether or not such materials are
complete or incomplete or are in final or draft form.
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For Convenience by OUSD. OUSD may at any time terminate this AGREEMENT
upon thirty (30) days prior written notice to SOFTWARE PROVIDER. OUSD shall
compensate SOFTWARE PROVIDER for SERVICES satisfactorily provided through
the date of termination. Upon approval by OUSD legal counsel, the OUSD
Superintendent or an OUSD Chief may issue the termination notice without prior
approval by the OUSD Governing Board, in which case this AGREEMENT would
terminate upon ratification of the termination by the OUSD Governing Board or
thirty (30) days after the notice was provided, whichever is later. SOFTWARE
PROVIDER shall immediately stop providing SERVICES upon receipt of the
termination notice from the OUSD Superintendent or OUSD Chief.

For Cause. Either PARTY may terminate this AGREEMENT by giving written notice
of its intention to terminate for cause to the other PARTY. Written notice shall
contain the reasons for such intention to terminate, which shall include (i) material
violation of this AGREEMENT or (ii) if either PARTY is adjudged bankrupt, makes a
general assignment for the benefit of creditors, or a receiver is appointed on
account of its insolvency. Upon approval by OUSD legal counsel, the OUSD
Superintendent or an OUSD Chief may issue the termination notice without prior
approval by the OUSD Governing Board, in which case this AGREEMENT would
terminate upon ratification of the termination by the OUSD Governing Board or
three (3) days after the notice was provided, whichever is later, unless the
condition or violation ceases or satisfactory arrangements for its correction are
made. SOFTWARE PROVIDER shall immediately stop providing SERVICES upon
receipt of the termination notice from the OUSD Superintendent or OUSD Chief.
Due to Unforeseen Emergency or Acts of God. Notwithstanding any other
language of this AGREEMENT, if there is an unforeseen emergency or an Act of
God during the TERM that would prohibit or limit, at the sole discretion of OUSD,
the ability of SOFTWARE PROVIDER to perform the SERVICES, OUSD may
terminate this AGREEMENT upon seven (7) days prior written notice to VENDOR.
The OUSD Governing Board may issue this type of termination notice or the QUSD
Superintendent, upon approval by OUSD legal counsel, may issue this type of the
termination notice without the need for approval or ratification by the OUSD
Governing Board. SOFTWARE PROVIDER shall immediately stop providing
SERVICES upon receipt of the termination notice from the OUSD Superintendent.
Due to Failure to Ratify by OUSD Board. If, consistent with Paragraph 41 (Signature
Authority), this AGREEMENT is executed on behalf of OUSD by the signature of the
Superintendent, a Chief, a Deputy Chief, or an Executive Director, and the Board
thereafter declines to ratify this AGREEMENT, this AGREEMENT shall
automatically terminate on the date that the Board declines to ratify it. OUSD shall
compensate SOFTWARE PROVIDER for the SERVICES satisfactorily provided
through the date of termination.

Destruction or Return of Confidential Information. Upon expiration or termination
of this Agreement for any reason, SOFTWARE PROVIDER shall promptly return to
the District, or destroy, as the parties agree, all copies of OUSD students and staff
Confidential Information. All copies, notes or other derivative material relating to
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the Confidential Information shall be promptly retrieved or destroyed, as agreed,
and no such material shall be retained or used by the receiving party in any form
or for any reason

7. Data and Information Requests.

a.

SOFTWARE PROVIDER shall timely provide OUSD with any data and information
OUSD reasonably requests related to the provision of the SERVICES.

SOFTWARE PROVIDER shall register with and maintain current information within
OUSD's Community Partner database unless OUSD communicates to SOFTWARE
PROVIDER in writing otherwise, based on OUSD’s determination that the SERVICES
are not related to community school outcomes. If and when SOFTWARE
PROVIDER’s programs and school site(s) change (either midyear or in subsequent
years), SOFTWARE PROVIDER shall promptly update the information in the
database.

Sub-Processors SOFTWARE PROVIDER shall obtain written consent from OUSD
prior to engaging any Sub-Processors or other third parties to process, or
otherwise access OUSD Data on Customer's behalf. Where SOFTWARE PROVIDER
engages Sub-Processors or other third parties, SOFTWARE PROVIDER will impose
data protection terms on the Sub-Processors that provide at least the same level
of protection for OUSD Data as those in this agreement. SOFTWARE PROVIDER will
remain responsible for each Sub-Processor's or third party’s compliance with the
obligations of this agreement.

Data breach In the case of a data breach that includes OUSD data, SERVICE
PROVIDER shall notify OUSD of such breach within 48 hours after having become aware
of it. The notice shall describe the measures taken or proposed to be taken by the
SOFTWARE PROVIDER to address the personal data breach, including, where
appropriate, measures to mitigate its possible adverse effects.

8. Confidentiality and Data Privacy.

a.

OUSD may share information with SOFTWARE PROVIDER pursuant to this
AGREEMENT in order to further the purposes thereof. SOFTWARE PROVIDER and
SOFTWARE PROVIDER INDIVIDUALS shall maintain the confidentiality of all
information received in the course of performing the SERVICES, provided such
information is (i) marked or identified as “confidential” or “privileged,” or (ii)
reasonably understood to be confidential or privileged.

SOFTWARE PROVIDER understands that student data is confidential. SOFTWARE
PROVIDER or SOFTWARE PROVIDER INDIVIDUALS may only access or receive
identifiable student data, other than directory information, in connection with this
AGREEMENT only after SOFTWARE PROVIDER and OUSD execute (i) a California
Student Data Privacy Agreement (“CSDPA”) or CSDPA Exhibit E, if SOFTWARE
PROVIDER is a software vendor, or (ii) the OUSD Data Sharing Agreement, if
SOFTWARE PROVIDER is not a software vendor. Notwithstanding Paragraph 24
(Indemnification), should SOFTWARE PROVIDER or SOFTWARE PROVIDER
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INDIVIDUALS access or receive identifiable student data, other than directory
information, without first executing such an agreement, SOFTWARE PROVIDER
shall be solely liable for any and all claims or losses resulting from its access or
receipt of such data.

(i) Student Records. With respect to any access by SOFTWARE PROVIDER
to any "education records" (as such term is defined in the Family
Educational Rights and Privacy Act, 20 U.S.C. § 1232 et seq. ("FERPA"))
held by Customer under or in connection with this Agreement, SOFTWARE
PROVIDER shall be acting as a legal agent ("school official") of Customer.
As between the Parties, any information protected by FERPA submitted to
SOFTWARE PROIVDER by Customer in connection with this Agreement
shall be deemed the Confidential Information of Customer. SOFTWARE
PROVIDER agrees to comply with FERPA and agrees not to share or
disclose any FERP A protected information with any third party except as
permitted by FERP A or as authorized or permitted by Customer
c. SOFTWARE PROVIDER will use reasonable security safeguards, including but not
limited to encryption and other electronic and technological measures, to prevent
the use or disclosure of District Data other than as provided by this Agreement.
d. All confidentiality requirements, including those set forth in the separate data

sharing agreement, extend beyond the termination of this AGREEMENT.

Copyright/Trademark/Patent/Ownership. Except for any intellectual property owned by
SOFTWARE PROVIDER that existed prior to execution of this AGREEMENT, SOFTWARE
PROVIDER understands and agrees that all other matters produced under this
AGREEMENT shall be works for hire as defined under Title 17 of the United States Code,
and all copyrights in those works are the property of OUSD. These matters include,
without limitation, drawings, plans, specifications, studies, reports, memoranda,
computation sheets, the contents of computer diskettes, artwork, copy, posters,
billboards, photographs, videotapes, audiotapes, systems designs, software, reports,
diagrams, surveys, source codes or any other original works of authorship, or other
documents prepared by SOFTWARE PROVIDER in connection with the SERVICES
performed under this AGREEMENT. SOFTWARE PROVIDER cannot use, reproduce,
distribute, publicly display, perform, alter, remix, or build upon matters produced under
this AGREEMENT without OUSD’s express written permission. OUSD shall have all right,
title and interest in said matters, including the right to register the copyright, trademark,
and/or patent of said matter in the name of OUSD. OUSD may, with SOFTWARE
PROVIDER’s prior written consent, use SOFTWARE PROVIDER’s name in conjunction with
the sale, use, performance and distribution of the matters, for any purpose and in any
medium.

a. SOFTWARE PROVIDER. As between SOFTWARE PROVIDER and Customer,
all right, title and interest in the software and any other SOFTWARE PROVIDER
materials furnished or made available hereunder, including all copyright rights,
patent rights and other intellectual property rights in the software and materials
provided by SOFTWARE PROVIDER, belong to and are retained solely by
SOFTWARE PROVIDER.
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b. OUSD Data. As between SOFTWARE PROVIDER and Customer, all right, title
and interest in (i) the OUSD Data, (ii) other information input into __(insert name
of software) CrisisGo by Customer (collectively, "Other Information")
and (iii) all intellectual property rights in each of the foregoing, belong to and are
retained solely by Customer.

Alignment and Evaluation.

a. SOFTWARE PROVIDER agrees to work and communicate with OUSD staff, both
formally and informally, to ensure that the SERVICES are aligned with OUSD’s
mission and are meeting the needs of students as determined by OUSD.

b. OUSD may evaluate SOFTWARE PROVIDER or SOFTWARE PROVIDER INDIVIDUALS
in any reasonable manner which is permissible under the law. OUSD’s evaluation
may include, without limitation: (i) requesting that OUSD employee(s) evaluate
the performance of SOFTWARE PROVIDER or SOFTWARE PROVIDER INDIVIDUALS,
and (ii) announced and unannounced observance of SOFTWARE PROVIDER or
SOFTWARE PROVIDER INDIVIDUALS.

Inspection and Approval. SOFTWARE PROVIDER agrees that OUSD has the right and
agrees to provide OUSD with the opportunity to inspect any and all aspects of the
SERVICES performed including, but not limited to, any materials (physical or electronic)
produced, created, edited, modified, reviewed, or otherwise used in the preparation,
performance, or evaluation of the SERVICES. In accordance with Paragraph 3
(Compensation), the SERVICES performed by SOFTWARE PROVIDER must meet the
approval of OUSD, and OUSD reserves the right to direct SOFTWARE PROVIDER to redo
the SERVICES, in whole or in part, if OUSD, in its sole discretion, determines that the
SERVICES were not performed in accordance with this AGREEMENT.

Equipment and Materials. SOFTWARE PROVIDER shall provide all equipment, materials,
and supplies necessary for the performance of this AGREEMENT.

Legal Notices. Based on contact information set forth in Exhibit A, all legal notices
provided for under this AGREEMENT shall be sent: (i) via email, (ii) personally delivered
during normal business hours, or (iii) sent by U.S. Mail (certified, return receipt requested)
with postage prepaid to the other PARTY. Notice shall be effective when received if
personally served or emailed or, if mailed, three days after mailing. Either PARTY must
give written notice of a change of mailing address or email.

Status.

a. This is not an employment contract. SOFTWARE PROVIDER, in the performance of
this AGREEMENT, shall be and act as an independent contractor.

b. If SOFTWARE PROVIDER is a natural person, SOFTWARE PROVIDER verifies all of

the following:
(i) SOFTWARE PROVIDER is free from the control and direction of OUSD in
connection with SOFTWARE PROVIDER’s work;



15.

OUSD Services Agreement
Page 8 of 13

(ii) SOFTWARE PROVIDER’s work is outside the usual course of OUSD’s
business; and

(iii) SOFTWARE PROVIDER is customarily engaged in an independently
established trade, occupation, or business of the same nature as that
involved in the work performed for OUSD.

If SOFTWARE PROVIDER is a business entity, SOFTWARE PROVIDER understands

and agrees that it and any and all VENDOR INDIVIDUALS shall not be considered

employees of OUSD, and are not entitled to benefits of any kind or nature
normally provided employees of OUSD and/or to which OUSD’s employees are
normally entitled, including, but not Ilimited to, State Unemployment

Compensation or Worker’s Compensation. SOFTWARE PROVIDER shall assume full

responsibility for payment of all Federal, State, and local taxes or contributions,

including unemployment insurance, social security and income taxes with respect
to VENDOR INDIVIDUALS. SOFTWARE PROVIDER verifies all of the following:

(i) SOFTWARE PROVIDER is free from the control and direction of OUSD in
connection with the performance of the work;

(ii) SOFTWARE PROVIDER is providing the SERVICES directly to OUSD rather
than to customers of OUSD;

(iii) the contract between OUSD and SOFTWARE PROVIDER is in writing;

(iv) SOFTWARE PROVIDER has the required business license or business tax
registration, if the work is performed in a jurisdiction that requires
SOFTWARE PROVIDER to have a business license or business tax
registration;

(v) SOFTWARE PROVIDER maintains a business location that is separate from
the business or work location of OUSD;

(vi) SOFTWARE PROVIDER is customarily engaged in an independently
established business of the same nature as that involved in the work
performed;

(vii)  SOFTWARE PROVIDER actually contracts with other businesses to provide
the same or similar services and maintains a clientele without restrictions
from OUSD;

(viiij SOFTWARE PROVIDER advertises and holds itself out to the public as
available to provide the same or similar services;

(ix) SOFTWARE PROVIDER provides its own tools, vehicles, and equipment to
perform the SERVICES;

(x) SOFTWARE PROVIDER can negotiate its own rates;

(xi) SOFTWARE PROVIDER can set its own hours and location of work; and

(xii)  SOFTWARE PROVIDER is not performing the type of work for which a
license from the Contractor’s State License Board is required, pursuant to
Chapter 9 (commencing with section 7000) of Division 3 of the Business
and Professions Code.

Qualifications, Training, and Removal.
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SOFTWARE PROVIDER represents and warrants that SOFTWARE PROVIDER and all
SOFTWARE PROVIDER INDIVIDUALS have the necessary and sufficient experience,
qualifications, and ability to perform the SERVICES in a professional manner,
without the advice, control or supervision of OUSD. SOFTWARE PROVIDER will
perform the SERVICES in accordance with generally and currently accepted
principles and practices of its profession for services to California school districts
and in accordance with applicable laws, codes, rules, regulations, and/or
ordinances.

SOFTWARE PROVIDER represents and warrants that all VENDOR INDIVIDUALS are
specially trained, experienced, competent and fully licensed to provide the
SERVICES identified in this AGREEMENT in conformity with the laws and
regulations of the State of California, the United States of America, and all local
laws, ordinances and/or regulations, as they may apply.

SOFTWARE PROVIDER agrees to immediately remove or cause the removal of any
VENDOR INDIVIDUAL from OUSD property upon receiving notice from OUSD of
such desire. OUSD is not required to provide SOFTWARE PROVIDER with a basis or
explanation for the removal request.

Certificates/Permits/Licenses/Registration. SOFTWARE PROVIDER shall ensure that all
SOFTWARE PROVIDER INDIVIDUALS secure and maintain in force such certificates,
permits, licenses, and registration as are required by law in connection with the
furnishing of the SERVICES pursuant to this AGREEMENT. SOFTWARE PROVIDER
warrants that it has the right to provide access to the Software Application to OUSD
pursuant to this Agreement, that Service Provider has obtained any and all necessary
permissions from third parties to provide the Software Application, and that use of the
Software Application by Authorized Users in accordance with the terms of this
Agreement shall not infringe the copyright of any third party.

Insurance.

a.

Commercial General Liability Insurance. SOFTWARE PROVIDER shall maintain
Commercial General Liability Insurance, including automobile coverage, with
limits of at least one million dollars (51,000,000) per occurrence, and two million
dollars (52,000,000) aggregate, sexual misconduct, harassment, bodily injury and
property damage. Coverage for corporal punishment, sexual misconduct, and
harassment may either be provided through General Liability Insurance or
Professional Liability Insurance. The coverage shall be primary as to OUSD and
shall name OUSD as an additional insured with the additional insured
endorsement provided to OUSD within 15 days of effective date of this
AGREEMENT (and within 15 days of each new policy year thereafter during the
TERM). Evidence of insurance shall be attached to this AGREEMENT or otherwise
provided to OUSD upon request. Endorsement of OUSD as an additional insured
shall not affect OUSD’s rights to any claim, demand, suit or judgment made,
brought or recovered against SOFTWARE PROVIDER. The policy shall protect
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SOFTWARE PROVIDER and OUSD in the same manner as though each were
separately issued. Nothing in said policy shall operate to increase the Insurer’s
liability as set forth in the policy beyond the amount or amounts shown or to
which the Insurer would have been liable if only one interest were named as an
insured. The requirements of this subparagraph may be specifically waived as
noted in Exhibit A.

Workers’” Compensation Insurance. SOFTWARE PROVIDER shall procure and
maintain, at all times during the TERM of this AGREEMENT, Workers’
Compensation Insurance in conformance with the laws of the State of California
(including, but not limited to, Labor Code section 3700) and Federal laws when
applicable. Employers’ Liability Insurance shall not be less than one million dollars
(51,000,000) per accident or disease. The requirements of this subparagraph may
be specifically waived as noted in Exhibit A.

Testing and Screening.

a.

Tuberculosis Screening. SOFTWARE PROVIDER shall ensure that all SOFTWARE
PROVIDER INDIVIDUALS who will be working at OUSD sites for more than six hours
in total during the TERM or who work with students (regardless of the length of
time) have submitted to a tuberculosis risk assessment as required by Education
Code section 49406 within the prior 60 days. If tuberculosis risk factors were
identified for a SOFTWARE PROVIDER INDIVIDUAL, that SOFTWARE PROVIDER
INDIVIDUAL must submit to an intradermal or other approved tuberculosis
examination to determine if that SOFTWARE PROVIDER INDIVIDUAL is free of
infectious tuberculosis. If the results of the examination are positive, SOFTWARE
PROVIDER shall obtain an x-ray of the lungs. SOFTWARE PROVIDER, at its
discretion, may choose to submit a SOFTWARE PROVIDER INDIVIDUAL to the
examination instead of the risk assessment. The requirements of this
subparagraph may be specifically waived as noted in Exhibit A.
Fingerprinting/Criminal Background Investigation. For all SOFTWARE PROVIDER
INDIVIDUALS providing the SERVICES, SOFTWARE PROVIDER shall ensure
completion of fingerprinting and criminal background investigation and shall
request and regularly review subsequent arrest records. SOFTWARE PROVIDER
confirms that no SOFTWARE PROVIDER INDIVIDUAL providing the SERVICES has
been convicted of a felony, as that term is defined in Education Code section
45122.1. SOFTWARE PROVIDER shall provide the results of the investigations and
subsequent arrest notifications to OUSD. For purposes of this subparagraph,
SOFTWARE PROVIDER shall use either California Department of Justice or Be A
Mentor, Inc. (http://beamentor.org/OUSDPartner) finger-printing and
subsequent arrest notification services. The requirements of this subparagraph
may be specifically waived as noted in Exhibit A.

Incident/Accident/Mandated Reporting.
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SOFTWARE PROVIDER shall notify OUSD, via email pursuant to Paragraph 13 (Legal
Notices), within twelve (12) hours of learning of any significant accident or
incident in connection with the provision of the SERVICES. Examples of a
significant accident or incident include, without limitation, an accident or incident
that involves law enforcement, or possible or alleged criminal activity, or possible
or actual exposure to a communicable disease such as COVID-19. SOFTWARE
PROVIDER shall properly submit required accident or incident reports within one
business day pursuant to the procedures specified by OUSD. SOFTWARE
PROVIDER shall bear all costs of compliance with this Paragraph.

To the extent that a SOFTWARE PROVIDER INDIVIDUAL is included on the list of
mandated reporters found in Penal Code section 11165.7, SOFTWARE PROVIDER
agrees to inform that SOFTWARE PROVIDER INDIVIDUAL, in writing, that they are
a mandated reporter, and describing the associated obligations to report
suspected cases of abuse and neglect pursuant to Penal Code section 11166.5.

20. Health and Safety Orders and Requirements; Site Closures.

a.

SOFTWARE PROVIDER shall adhere to any health or safety orders or requirements
issued at the time of the execution of this AGREEMENT or in the future by OUSD
or other public entities (“Orders”).

Except as possibly stated otherwise in Exhibit A, SOFTWARE PROVIDER is able to
meet its obligations and perform the SERVICES required pursuant to this
AGREEMENT in accordance with any Order; to the extent that SOFTWARE
PROVIDER becomes unable to do so, SOFTWARE PROVIDER shall immediately
inform OUSD in writing.

Except as possibly stated otherwise in Exhibit A, to the extent that there may be
a site closure (e.g., due to poor air quality, planned loss of power, strike) or similar
event in which school sites and/or District offices may be closed or otherwise
inaccessible, SOFTWARE PROVIDER is able to meet its obligations and perform the
SERVICES required pursuant to this AGREEMENT; to the extent that SOFTWARE
PROVIDER becomes unable to do so, SOFTWARE PROVIDER shall immediately
inform OUSD in writing.

SOFTWARE PROVIDER shall bear all costs of compliance with this Paragraph,
including but not limited lost compensation for failure to provide SERVICES.

21. Conflict of Interest.

a.

SOFTWARE PROVIDER and all SOFTWARE PROVIDER INDIVIDUALS shall abide by
and be subject to all applicable, regulations, statutes, or other laws regarding
conflict of interest. VENDOR shall not hire, contract with, or employ any officer or
employee of OUSD during the TERM without the prior approval of OUSD Legal
Counsel.

SOFTWARE PROVIDER affirms, to the best of his/her/its knowledge, that there
exists no actual or potential conflict of interest between SOFTWARE PROVIDER’s
family, business, or financial interest and the SERVICES provided under this
AGREEMENT, and in the event of any change in either private interest or the
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SERVICES under this AGREEMENT, any question regarding a possible conflict of
interest which may arise as a result of such change will be immediately brought to
OUSD’s attention in writing.

C. Through its execution of this AGREEMENT, SOFTWARE PROVIDER acknowledges
that it is familiar with the provisions of section 1090 et seq. and section 87100 et
seq. of the Government Code, and certifies that it does not know of any facts
which constitute a violation of said provisions. In the event SOFTWARE PROVIDER
receives any information subsequent to execution of this AGREEMENT which
might constitute a violation of said provisions, SOFTWARE PROVIDER agrees it
shall immediately notify OUSD in writing.

Certification Regarding Debarment, Suspension, Ineligibility and Voluntary Exclusion.
SOFTWARE PROVIDER certifies, to the best of its knowledge and belief, that it and its
principals are not presently debarred, suspended, proposed for debarment, declared
ineligible, or voluntarily excluded from covered transactions by any Federal department
or agency according to Federal Acquisition Regulation Subpart 9.4, and by signing this
AGREEMENT, certifies that neither it nor its principals appear on the Excluded Parties List
(https://www.sam.gov/).

Limitation of OUSD Liability. Other than as provided in this AGREEMENT, OUSD’s financial
obligations under this AGREEMENT shall be limited to the compensation described in
Paragraph 3 (Compensation). Notwithstanding any other provision of this AGREEMENT,
in no event shall OUSD be liable, regardless of whether any claim is based on contract or
tort, for any special, consequential, indirect or incidental damages, including, but not
limited to, lost profits or revenue, arising out of, or in connection with, this AGREEMENT
for the SERVICES performed in connection with this AGREEMENT.

Indemnification.

a. To the furthest extent permitted by California law, SOFTWARE PROVIDER shall
indemnify, defend and hold harmless OUSD, its Governing Board, agents,
representatives, officers, consultants, employees, trustees, and volunteers
(“OUSD Indemnified Parties”) from any and all claims or losses accruing or
resulting from injury, damage, or death of any person or entity arising out of
SOFTWARE PROVIDER’s performance of this AGREEMENT. SOFTWARE PROVIDER
also agrees to hold harmless, indemnify, and defend OUSD Indemnified Parties
from any and all claims or losses incurred by any supplier or subcontractor
furnishing work, services, or materials to SOFTWARE PROVIDER arising out of the
performance of this AGREEMENT. SOFTWARE PROVIDER shall, to the fullest extent
permitted by California law, defend OUSD Indemnified Parties at SOFTWARE
PROVIDER’s own expense, including attorneys’ fees and costs, and OUSD shall
have the right to accept or reject any legal representation that SOFTWARE
PROVIDER proposes to defend OUSD Indemnified Parties.

b. To the furthest extent permitted by California law, OUSD shall indemnify, defend,
and hold harmless SOFTWARE PROVIDER and SOFTWARE PROVIDER INDIVIDUALS
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from any and all claims or losses accruing or resulting from injury, damage, or
death of any person or entity arising out of OUSD’s performance of this
AGREEMENT. OUSD shall, to the fullest extent permitted by California law, defend
SOFTWARE PROVIDER and SOFTWARE PROVIDER INDIVIDUALS at OUSD’s own
expense, including attorneys’ fees and costs.

Audit. SOFTWARE PROVIDER shall establish and maintain books, records, and systems of
account, in accordance with generally accepted accounting principles, reflecting all
business operations of SOFTWARE PROVIDER transacted under this AGREEMENT.
SOFTWARE PROVIDER shall retain these books, records, and systems of account during
the TERM and for three (3) years after the earlier of (i) the TERM or (ii) the date of
termination. SOFTWARE PROVIDER shall permit OUSD, its agent, other representatives,
or an independent auditor to audit, examine, and make excerpts, copies, and transcripts
from all books and records, and to make audit(s) of all billing statements, invoices,
records, and other data related to the SERVICES covered by this AGREEMENT. Audit(s)
may be performed at any time, provided that OUSD shall give reasonable prior notice to
SOFTWARE PROVIDER and shall conduct audit(s) during SOFTWARE PROVIDER’S normal
business hours, unless SOFTWARE PROVIDER otherwise consents.

Non-Discrimination. It is the policy of OUSD that, in connection with all work performed
under legally binding agreements, there be no discrimination because of race, color,
ancestry, national origin, religious creed, physical disability, medical condition, marital
status, sexual orientation, gender, or age; therefore, SOFTWARE PROVIDER agrees to
comply with applicable Federal and California laws including, but not limited to, the
California Fair Employment and Housing Act beginning with Government Code section
12900 and Labor Code section 1735 and OUSD policy. In addition, SOFTWARE PROVIDER
agrees to require like compliance by all its subcontractor (s). SOFTWARE PROVIDER shall
not engage in unlawful discrimination in employment on the basis of actual or perceived:
race, color, national origin, ancestry, religion, age, marital status, pregnancy, physical or
mental disability, medical condition, veteran status, gender, sex, sexual orientation, or
other legally protected class.

Drug-Free/Smoke Free Policy. No drugs, alcohol, and/or smoking are allowed at any time
in any buildings and/or grounds on OUSD property. No students, staff, visitors, SOFTWARE
PROVIDER, or subcontractors are to use controlled substances, alcohol or tobacco on
these sites.

Waiver. No delay or omission by either PARTY in exercising any right under this
AGREEMENT shall operate as a waiver of that or any other right or prevent a subsequent
act from constituting a violation of this AGREEMENT.

Assignment. The obligations of SOFTWARE PROVIDER under this AGREEMENT shall not
be assigned by SOFTWARE PROVIDER without the express prior written consent of OUSD
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and any assignment without the express prior written consent of OUSD shall be null and
void.

No Rights in Third Parties. This AGREEMENT does not create any rights in, or inure to the
benefit of, any third party except as expressly provided herein.

Litigation. This AGREEMENT shall be deemed to be performed in Oakland, California and
is governed by the laws of the State of California, but without resort to California’s
principles and laws regarding conflict of laws. The Alameda County Superior Court shall
have jurisdiction over any litigation initiated to enforce or interpret this AGREEMENT.

Incorporation of Recitals and Exhibits. Any recitals and exhibits attached to this
AGREEMENT are incorporated herein by reference. SOFTWARE PROVIDER agrees that to
the extent any recital or document incorporated herein conflicts with any term or
provision of this AGREEMENT, the terms and provisions of this AGREEMENT shall govern.

Integration/Entire Agreement of Parties. This AGREEMENT constitutes the entire
agreement between the PARTIES and supersedes all prior discussions, negotiations, and
agreements, whether oral or written. This AGREEMENT may be amended or modified only
by a written instrument executed by both PARTIES.

Severability. If any term, condition, or provision of this AGREEMENT is held by a court of
competent jurisdiction to be invalid, void or unenforceable, the remaining provisions will
nevertheless continue in full force and effect, and shall not be affected, impaired or
invalidated in any way.

Provisions Required By Law Deemed Inserted. Each and every provision of law and clause
required by law to be inserted in this AGREEMENT shall be deemed to be inserted herein
and this AGREEMENT shall be read and enforced as though it were included therein.

Captions and Interpretations. Paragraph headings in this AGREEMENT are used solely for
convenience, and shall be wholly disregarded in the construction of this AGREEMENT. No
provision of this AGREEMENT shall be interpreted for or against a PARTY because that
PARTY or its legal representative drafted such provision, and this AGREEMENT shall be
construed as if jointly prepared by the PARTIES.

Calculation of Time. For the purposes of this AGREEMENT, “days” refers to calendar days
unless otherwise specified and “hours” refers to hours regardless of whether it is a work
day, weekend, or holiday.

Counterparts and Electronic Signature. This AGREEMENT, and all amendments, addenda,
and supplements to this AGREEMENT, may be executed in one or more counterparts, all
of which shall constitute one and the same amendment. Any counterpart may be
executed and delivered by facsimile or other electronic signature (including portable
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document format) by either PARTY and, notwithstanding any statute or regulations to the
contrary (including, but not limited to, Government Code section 16.5 and the regulations
promulgated therefrom), the counterpart shall legally bind the signing PARTY and the
receiving PARTY may rely on the receipt of such document so executed and delivered
electronically or by facsimile as if the original had been received. Through its execution of
this AGREEMENT, each PARTY waives the requirements and constraints on electronic
signatures found in statute and regulations including, but not limited to, Government
Code section 16.5 and the regulations promulgated therefrom.

W-9 Form. If SOFTWARE PROVIDER is doing business with OUSD for the first time,
VENDOR acknowledges that it must complete and return a signed W-9 form to OUSD.

Agreement Publicly Posted. This AGREEMENT, its contents, and all incorporated
documents are public documents and will be made available by OUSD to the public online
via the Internet.

Signature Authority.

a. Each PARTY has the full power and authority to enter into and perform this
AGREEMENT, and the person(s) signing this AGREEMENT on behalf of each PARTY
has been given the proper authority and empowered to enter into this
AGREEMENT.

b. Notwithstanding subparagraph (a), SOFTWARE PROVIDER acknowledges, agrees,
and understands (i) that only the Superintendent, and the Chiefs, Deputy Chiefs,
and Executive Directors who have been delegated such authority, may validly sign
contracts for OUSD and only under limited circumstances, and (ii) that all such
contract still require ratification by the OUSD Governing Board. SOFTWARE
PROVIDER agrees not to accept the signature of another other individual as having
the proper authority to enter into this AGREEMENT on behalf of OUSD.

Contract Contingent on Governing Board Approval. The PARTIES acknowledge, agree,
and understand that OUSD shall not be bound by the terms of this AGREEMENT unless
and until it has been (i) formally approved by OUSD’s Governing Board or (ii) validly and
properly executed by the OUSD Superintendent, a Chief, or a Deputy Chief authorized by
the Education Code or Board Policy, and no compensation shall be owed or made to
SOFTWARE PROVIDER absent such formal approval or valid and proper execution.

REST OF PAGE INTENTIONALLY LEFT BLANK
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IN WITNESS WHEREOF, the PARTIES hereto agree and execute this AGREEMENT and to be bound
by its terms and conditions:

SOFTWARE PROVIDER

Name: CrisisGo / Chris Vuillaume Signature:’__W

Position: General Manager Date: 2/12/2025

One of the terms and conditions to which VENDOR specifically agrees by its signature is
subparagraph (c) of Paragraph 3 (Compensation), which states that VENDOR acknowledges and
agrees not to expect or demand compensation for any SERVICES performed prior to the PARTIES,
particularly OUSD, validly and properly executing this AGREEMENT and shall not rely on verbal or
written communication from any individual, other than the OUSD Superintendent or OUSD Legal
Counsel, stating that OUSD has validly and properly executed this AGREEMENT.

ousD

Jennifer Brouhard dbt

Name: Signature:

Position:  President, Board of Education Date: 6/12/2025

&I Board President (for approvals)
[ Chief/Deputy Chief/Executive Director (for ratifications)

Name: Kyla Johnson-Trammell Signature: WWL%

Position: Superintendent Date: _ 6/12/2025

Approved as to form by OUSD Legal Department

Name: Signature: Date:

Approved as to Form by OUSD Legal

Lo Mt

Shalini Anadkat 3/26/2025
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SERVICES AGREEMENT
EXHIBIT A

(Paragraph numbers in Exhibit A corresponds to the applicable Paragraph number in this Agreement.)

VENDOR: CrisisGo

1A. Services. Describe the SERVICES VENDOR will provide: Visitor Mgt solution and additional
safety software communication modules. Please details below.

1B. General Description of Support Services to be Provided: This includes the protocol for OUSD
to request support services.
See details below.

1. Term.

a. This AGREEMENT shall start on the below Start Date. If no date is entered, then
this AGREEMENT shall start on the latest of the dates on which each of the PARTIES
signed this AGREEMENT.

Start Date: 01/01/2025

b. Unless terminated earlier, this AGREEMENT shall end on the below End Date. If no
date is entered, then this AGREEMENT shall end on the first June 30 after start
date listed in subparagraph (a). If the dates set forth in this subparagraph and
subparagraph (a) would cause this AGREEMENT to exceed the limits set forth in
state law (e.g., Education Code section 17596), this AGREEMENT shall instead
automatically end upon reaching said limit.

End date: 06/30/2028
2. Compensation.
a. The basis for payment to VENDOR shall be:
L] Hourly Rate: per hour
L] Daily Rate: per day

] Weekly Rate: per week
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18.

] Monthly Rate: per month

(] Per Student Served Rate: per student served

(] Performance/Deliverable Payments: Describe below the performance and/or
deliverable(s) as well as the associated rate(s):

See below for detailed payment details

Over the TERM, the total compensation under this AGREEMENT shall not exceed
the below amount. This sum includes (but is not limited to) compensation for the
full performance of this AGREEMENT and all fees, costs, and expenses incurred by
VENDOR including (but not limited to) labor, materials, taxes, profit, overhead,
travel, insurance, permitted subcontractor costs, and other costs.

Not-To-Exceed Amount: $100,000

Legal Notices.

Ousb

Site/Dept: Legal Department
Address: 1011 Union Street, Site 946
City, ST Zip: Oakland, CA 94607
Phone:510-879-5060

Email: ousdlegal@ousd.org

VENDOR

Name/Dept: CrisisGo General Management
Address: 800W El Camino real, Suite 180
City, ST Zip: Mountain View, CA 94040
Phone: 8185859183

Email: chris.vuillaume@crisisgo.com

Insurance. OUSD has waived the following insurance requirements. Written confirmation
of a waiver (e.g., email from OUSD Risk Management Officer) is attached hereto. Failure
to attach such written confirmation voids any such waiver even if otherwise properly

given.

L1 Commercial General Liability Insurance. Waiver typically available by OUSD if
no VENDOR INDIVIDUAL interacts or has contact with OUSD students (in-person
or virtual) and the not-to-exceed amount is $25,000 or less.

(] Workers’ Compensation Insurance. Waiver typically available by OUSD if
VENDOR has no employees.

Testing and Screening. OUSD has waived the following testing and screening
requirements. Written confirmation of a waiver (e.g., email from OUSD Risk Management
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Officer) is attached hereto. Failure to include such written confirmation voids any such
waiver even if otherwise properly given.
L1 Tuberculosis Screening. Waiver typically available by OUSD if VENDOR
INDIVIDUALS will have no in-person contact with OUSD students.
L1 Fingerprinting/Criminal Background Investigation. Waiver typically available by
OUSD if no VENDOR INDIVIDUAL interacts or has contact with OUSD students (in-
person or virtual).

Health and Safety Orders and Requirements; Site Closures. If there is an Order or event
in which school sites and/or District offices may be closed or otherwise inaccessible,
would the SERVICES be able to continue?

X Yes, the SERVICES would be able to continue as described herein.

] No, the SERVICES would not be able to continue.



Hosted Service details

Oakland Unified School District
1011 Union Street,

Oakland, CA 94607

United States

Vilma Bermudez

vilma.bermudez@ousd.org
(510) 874-7782

Visitor Management base for all sites (90) and few hardware needed.

Reference: 20250122-144018132
Quote created: January 22, 2025
Quote expires: February 21, 2025

Quote created by: Lily Dubel

lilydubel@crisisgo.com
+14154015006

Comments from Lily Dubel

Contract Start Date: 3/1/2025

TCV: 4554790 (Install + hardware + subscription) + $1054.87 (sales tax) = 46,603

Shipping cost might be subject to change based on the # of ship to addresses.




Products & Services

Item & Description Quantity Unit Total
Price

Safety iPass base 30,000 $1.00 $15,000.00 / year

Per student/user per year /year after 50% discount

Safety iPass is a standalone or integrated Visitor Management
solution including:

1. User Management; Optional to sync with LDAP and others;
Optional to sync with SIS

2. Message group for coordination of tasks, and escalate alert
for intruders or other issues.

3. Mobile/Desktop app for staff and parents; Student app for
students

4. Academy training

Optional modules:
1. Gatekeeper for Visitor Management

2. Hall pass
3. Safe Dismissal

4. Event Management: Manage entry for events

for 1 year



Gatekeeper

Per site per year (requiring Safety iPass base license)
Strengthen facility access control with Gatekeeper, a key com-
ponent of Safety iPass.

The CrisisGo Gatekeeper Visitor Managerment systern is an ad-
vanced solution designed to enhance school safety by effi-
ciently managing and monitoring the access of visitors, con-
tractors, volunteers, and others. This systermn streamlines the
visitor check-in process, ensuring that only authorized individ-
uals can enter the premises. It includes features such as in-
stant background checks, visitor badges, and real-time notifi-
cations to the safety team for individuals on blacklists or sex-
ual predator lists. Gatekeeper integrates seamlessly with
CrisisGo's iResponse Emergency Alerting and
Communication platform, as well as existing safety protocols
and systerns, providing a comprehensive approach to security.
By autormnating visitor management, CrisisGo Gatekeeper
helps schools maintain a secure environment while minimiz-
ing administrative burden and ersuring compliance with
safety standards.

This module safeguards entry points by managing visitor ac-
cess and responding swiftly to access requests. Gatekeeper's
advanced features, including visitor tracking and authoriza-
tion protocols, sexual predator and background checks con-
tribute to a secure school environment where only approved
individuals gain access.

INCLUDED:

CrisisGo App for Staff - Facility Access Authorization to
Visitors, Volunteers, and Contractors | Background Check |
High-Risk Visiting Alert | Visitor Movernent Monitoring within
the Facility

$350.00
/year

$15,750.00 / year
after 50% discount
for 1 year



CrisisGo App for Visitors - Pre-visitor Registration | Digital
Entry Code | Auto-enrolled in Safety Cormmunication Group of
the Building During Visiting

SiP Gatekeeper Oakland Unified Public School MSA 1 $0.00 $0.00
discount
50% off all SiP module

Activation/Account Set-Up/Implementation. 30,000 $0.10 $3,000.00
One-time fee for projects over 4 sites
Includes activation of license(s), account set-up and imple-

mentation services for new CrisisGo accounts.

Dymo Turbo 550 LabelWriter (USB version) 5 $143.00 $715.00
Dymo Wireless LabelWriter 5 $197.00 $985.00
Logitech webcam 5 $58.00 $290.00
Dymo 450 Peel/Stick Badges (White) - 1 pack S rolls 20 $7299 $1,459.80
Dymo 450 Peel/Stick Badges (Yellow) - 1 pack S rolls 20 $7999 $1,599.80
Dymo 550 Peel/Stick Badges (White) - 1 pack S rolls 50 $9299 $4 64950
Dymo 450 Peel/Stick Badges (Pink) - 1 pack S rolls 20 $79.99 $1,599.80
Shipping cost 1 $499.00 $499.00

pricing varies based upon volume/weight.




Annual subtotal $30,750.00

One-time subtotal $14,797.90

Total $45,547.90

Purchase terms

All Fees corresponding to all one-time and first year of service must be paid in advance of the
activation of CrisisGo Services listed in the Quote.

Taxes (if applicable) and final Shipping cost are not included in the quote.

Please provide:
-Tax exemption ID or certificate:
-For the Invoice, please provide the following information:
Name of Billing Contact:
Email:
Phone:
Billing Address:
-If a Purchase Order will be used:
PO%:
PO Date:

Purchase Orders should be made out to CrisisGo. Click_here for a copy of CrisisGo's W-9 form

Support Services: Seller shall provide the Support Services as set forth in the Agreement.
So agreed, executed as of the date first written above.

Signature

Signature Date

Printed name



Standard CrisisGo Service Level Agreement

To contact Support, we have the following options available.

Help Center (http://helpdesk.crisisgo.com) — Contains hundreds of tutorials, FAQ’s and Self-Help
options.

Email (support@crisisgo.com)

Submitting Feedback from the Application (Instructions)

Live Chat (http://helpdesk.crisisgo.com)

Phone Call (314-669-9022 x2)

Request Priority

While all methods of contact are available for our customers, we base these recommendations on the
Priority of the request. Priority is determined on a combination of the impact and urgency. For example,
a complete CrisisGo outage for an entire school or district would be high priority, whereas a minor
request for one person would be low. The

CrisisGo Customer Support team will assess each request individually and determine the requests
Priority.

Low Priority (Default): Typical resolution of Low Priority Requests is less than 24 hours.

Email Support at support@crisisgo.com or chat with Support via our Help Center.

Submit Feedback from the CrisisGo Application (Instructions)

Medium Priority: Typical resolution of Medium Priority Requests is less than 8 hours.

Chat with Support via our Help Center.

Call our Customer Support Team at 314-669-9022 x2

High Priority: Typical resolution of High Priority Requests is less than 4 hours

Call our Customer Support Team at 314-669-9022 x2

Problem Tracking:

All Customer Incidents, Service Requests, Enhancement Requests, and Problems are recorded into a
Centralized Customer Service Management solution. To ensure CrisisGo Customer Support is performing
at the highest level for our customers, we will use metrics to gauge that performance.

Types of metrics to be recording include but are not limited to:

Total numbers of Incidents (as a control measure)

Breakdown of incidents by person at each stage (e.g. logged, work in progress, closed etc)
Breakdown of incidents by classification

Size of current incident backlog

SLA Performance Monitoring - Incidents handled within SLA (Response and Resolution)

Breakdown of incidents by time of day

Customer Satisfaction Scores

Issue Escalation

In the event CrisisGo Support receives a request or incident that requires development involvement,
whether it comes from a customer or internal employee, Internal Procedures are in place to
immediately escalate service requests to our Research and Development Team. Common requests
requiring escalation include:

Bulk administrative changes

Application functionality issues or errors

Enhancement requests that require application development

Backend Database updates or changes

Integrations with 3rd party systems

Appeal Process:

In the event a customer is not satisfied with the items outlined in the onboarding process, Training
Implementation, or Customer Support, a member of CrisisGo Leadership will be engaged. CrisisGo will
set up a meeting with the customer to discuss and document. Members of CrisisGo Operational
Leadership
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The following Service Level Standards shall serve as a means for measuring CrisisGo
Inc.’s performance under the Agreement:
1. Service Availability Standards. The following Standards encompass the components that
relate to those Service elements provided by CrisisGo Inc. for access and Productive Use by
District with full functionality for all Core Components. Service availability is the ratio of minutes
the Service is actually available in a given month to the total number of minutes in that same
month. Productive Use and full functionality of the Service shall be required daily between 7:00
AM — 6:00 PM Eastern Time, except for such exclusions to availability set forth in Section 3
below.
MONTHLY SERVICE AVAILABILITY STANDARDS
a) Meets Expectations
Monthly Service availability > / = 99.99%: No penalty.
b) Below Expectations
Monthly Service availability > / = 99.00% and < 99.98%: Penalty of 2.0% credit of the next
Annual invoice for Maintenance and Support
Monthly Service availability > / = 98.50% and < 98.99%: Penalty of 3.0% credit of the next
Annual invoice for Maintenance and Support
Monthly Service availability > / = 98.00% and < 98.49%: Penalty of 4.0% credit of the next
Annual invoice for Maintenance and Support
Monthly Service availability < 98.0%: Penalty of 5.0% credit of the next Annual invoice for
Maintenance and Support
Notwithstanding the foregoing, no penalty shall be assessed where lack of functionality is caused
by an act or omission of the District (including user error), a failure of District-provided hardware
or software, or a force majeure event, as further set forth in Section 3 below.
¢) Minimum Threshold
District shall have the option to terminate this Agreement on thirty (30) days prior notice to
CrisisGo Inc. if monthly availability drops below 90%.
d) Measurement
The measurement period assumes the number of days in a month (24-hour days x 60 minutes x
days in month), and is computed according to the following formula: Actual Availability = [(days
in month x number of minutes) Service was available in that same month] divided by (number of
days in that same month x 1440). Unavailability of any component(s) of the Service for reasons
described in Section 2 or 3, below, shall not be counted as unavailability of the Service for purposes
hereof.
2
2. Monthly Maintenance. Once each month for a period not to exceed eight (8) consecutive
hours after 7:00 PM, ET on a Friday and until 5:00 AM, ET the following Sunday CrisisGo Inc.
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may perform maintenance, upgrades, and back-ups on the Service. District shall receive at least
72 hours advance notification of the scheduled maintenance. Said advance notice shall be given
to the District-appointed contacts. Maintenance time not used by CrisisGo Inc. shall not be carried
forward for use in any following months. CrisisGo Inc. may only apply upgrades outside of the
scheduled maintenance hours if the District approves in writing.
3. Exceptions to Availability. CrisisGo Inc. shall support, maintain, provide, and operate
the Service described in Exhibit “A” (as same may be modified by the parties as set forth in Exhibit
“E,” Change Request), seven (7) days per week, twenty-four (24) hours per day, 365 days per year,
excluding (a) federal holidays as observed by District, District holidays, and weekends, (b) for
interruptions due to scheduled service maintenance, upgrades, or back-ups as provided for in
paragraph 3 above, (c) District’'s System failure, (d) events proximately caused by a force majeure
event as identified in Section 20(d) of this Agreement, or (e) unavailability proximately caused by
District or third parties hired by District. In the event Service becomes unavailable for any reason
(except during scheduled maintenance), CrisisGo Inc. shall promptly notify the District of such
Service unavailability by telephone or electronic mail. In all such availability exclusions, CrisisGo
Inc. will provide emergency support.
4. Downtime Monitoring. CrisisGo Inc. shall be proactive in detecting Service downtimes
by constantly monitoring all of its servers. CrisisGo Inc. shall provide to District each calendar
month, an accurate and complete report of Service Availability and of Response Times for the

immediate past month.



STANDARD STUDENT DATA PRIVACY AGREEMENT

CA-NDPA Standard
Version 1.5
(01.28.25)

Oakland Unified School District

and

CRISISGO

4/18/2025



This Student Data Privacy Agreement (“DPA”) is entered into on the date of full execution (the “Effective Date”)
and is entered into by and between:

Oakland Unified School District , located at 1011 Union Street, Oakland CA 94607
(the “Local Education Agency” or “LEA”) and

CrisisGo , located at 800 W EIl Camino Real,

(the “Provider”). Suite 180, Mountain View, CA 94040

WHEREAS, the Provider is providing educational or digital services to LEA.
WHEREAS, the Provider and LEA recognize the need to protect personally identifiable student information
and other regulated data exchanged between them as required by applicable laws and regulations, such as the
Family Educational Rights and Privacy Act (“FERPA”) at 20 U.S.C. § 1232g (34 CFR Part 99);
the Children’s Online Privacy Protection Act (“COPPA”) at 15 U.S.C. § 6501-6506 (16 CFR Part 312), applicable
state privacy laws and regulations
and
WHEREAS, the Provider and LEA desire to enter into this DPA for the purpose of establishing their respective
obligations and duties in order to comply with applicable laws and regulations.
NOW THEREFORE, for good and valuable consideration, LEA and Provider agree as follows:
1. A description of the Services to be provided, the categories of Student Data that may be provided by LEA
to Provider, and other information specific to this DPA are contained in the Standard Clauses hereto.

N

Special Provisions. Check if Required
\/ If checked, the Supplemental State Terms and attached hereto as Exhibit “G” are hereby
incorporated by reference into this DPA in their entirety.

\/ If Checked, the Provider, has signed Exhibit “E” to the Standard Clauses, otherwise known as
General Offer of Privacy Terms

3. In the event of a conflict between the SDPC Standard Clauses, the State or Special Provisions will control.
In the event there is conflict between the terms of the DPA and any other writing, including, but not
limited to the Service Agreement and Provider Terms of Service or Privacy Policy the terms of this DPA
shall control.

4. This DPA shall stay in effect for three years. Exhibit E will expire 3 years from the date the original DPA
was signed.

5. The services to be provided by Provider to LEA pursuant to this DPA are detailed in Exhibit “A” (the
“Services”).

6. Notices. All notices or other communication required or permitted to be given hereunder may be given
via e-mail transmission, or first-class mail, sent to the designated representatives below.



The designated representative for the LEA for this DPA is:

Name: Susan Beltz Title: Chief Technology Officer

Address: 1011 Union Street, Oakland CA 94607

Phone: 510-879-8873 Email: Susan.beltz@ousd.org

The designated representative for the Provider for this DPA is:

Name: Chris Vuillaume Title: General Manager

Address: 800 W El Camino Real,
-Suite~ 180, Mountain View, CA 94040

Phone: 8185859183 Email: Chris.vuillaume@crisisgo.com

IN WITNESS WHEREOF, LEA and Provider execute this DPA as of the Effective Date.

LEA:

By: — fasmetiis %2 Date: 4/25/2025

Printed Name: Susan Beltz Title/Position: Chief Technology Officer
PROVIDER:

By: 'W Date: 4/18/2025

Printed Name: Chris Vuillaume Title/Position: General Manager

Template approved as to form by OUSD Legal Department.
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STANDARD CLAUSES

Version 3.0
ARTICLE I: PURPOSE AND SCOPE
1. Purpose of DPA. The purpose of this DPA is to describe the duties and responsibilities to protect Student

3.

Data including compliance with all applicable federal, state, and local privacy laws, rules, and regulations,
all as may be amended from time to time. In performing these services, the Provider shall be considered
a School Official with a legitimate educational interest, and performing services otherwise provided by
the LEA. Provider shall be under the direct control and supervision of the LEA, with respect to its use of
Student Data

Student Data to Be Provided. In order to perform the Services described above, LEA shall provide
Student Data as identified in the Schedule of Data, attached hereto as Exhibit “B”.

DPA Definitions. The definition of terms used in this DPA is found in Exhibit “C”. In the event of a conflict,
definitions used in this DPA shall prevail over terms used in any other writing, including, but not limited
to the Service Agreement, Terms of Service, Privacy Policies etc.

ARTICLE Il: DATA OWNERSHIP AND AUTHORIZED ACCESS

Student Data Property of LEA. All Student Data transmitted to the Provider pursuant to the Service
Agreement is and will continue to be the property of and under the control of the LEA. The Provider
further acknowledges and agrees that all copies of such Student Data transmitted to the Provider,
including any modifications or additions or any portion thereof from any source, are subject to the
provisions of this DPA in the same manner as the original Student Data. The Parties agree that as between
them, all rights, including all intellectual property rights in and to Student Data contemplated per the
Service Agreement, shall remain the exclusive property of the LEA. For the purposes of FERPA, the
Provider shall be considered a School Official, under the control and direction of the LEA as it pertains to
the use of Student Data, notwithstanding the above.

Parent Access. To the extent required by law the LEA shall establish reasonable procedures by which a
parent, legal guardian, or eligible student may review Education Records and/or Student Data correct
erroneous information, and procedures for the transfer of student-generated content to a personal
account, consistent with the functionality of services. Provider shall respond in a reasonably timely
manner (and no later than forty five (45) days from the date of the request or pursuant to the time frame
required under state law for an LEA to respond to a parent or student, whichever is sooner) to the LEA’s
request for Student Data in a student’s records held by the Provider to view or correct as necessary. In
the event that a parent of a student or other individual contacts the Provider to review any of the Student
Data accessed pursuant to the Services, the Provider shall refer the parent or individual to the LEA, who
will follow the necessary and proper procedures regarding the requested information.

Separate Account. If Student-Generated Content is stored or maintained by the Provider, Provider shall,
at the request of the LEA, transfer, or provide a mechanism for the LEA to transfer, said Student-
Generated Content to a separate account created by the student.



Law_Enforcement Requests. Should law enforcement or other government entities (“Requesting
Party(ies)”) contact Provider with a request for Student Data held by the Provider pursuant to the Services,
the Provider shall notify the LEA in advance of a compelled disclosure to the Requesting Party, unless
lawfully directed by the Requesting Party not to inform the LEA of the request.

Subprocessors. Provider shall enter into written agreements with all Subprocessors performing functions
for the Provider in order for the Provider to provide the Services pursuant to the Service Agreement,
whereby the Subprocessors agree to protect Student Data in a manner no less stringent than the terms
of this DPA.

ARTICLE Ill: DUTIES OF LEA

Provide Data in Compliance with Applicable Laws. LEA shall provide Student Data for the purposes of
obtaining the Services in compliance with all applicable federal, state, and local privacy laws, rules, and
regulations, all as may be amended from time to time.

Annual Notification of Rights. If the LEA has a policy of disclosing Education Rrecords and/or Student
Data under FERPA (34 CFR § 99.31(a)(1)), LEA shall include a specification of criteria for determining who
constitutes a school official and what constitutes a legitimate educational interest in its annual
notification of rights.

Reasonable Precautions. LEA shall take reasonable precautions to secure usernames, passwords, and
any other means of gaining access to the services and hosted Student Data.

Unauthorized Access Notification. LEA shall notify Provider promptly of any known unauthorized access.
LEA will assist Provider in any efforts by Provider to investigate and respond to any unauthorized access.

ARTICLE IV: DUTIES OF PROVIDER

Privacy Compliance. The Provider shall comply with all applicable federal, state, and local laws, rules, and
regulations pertaining to Student Data privacy and security, all as may be amended from time to time.

Authorized Use. The Student Data shared pursuant to the Service Agreement, including persistent unique
identifiers, shall be used for no purpose other than the Services outlined in Exhibit A or stated in the
Service Agreement and/or otherwise authorized under the statutes referred to herein this DPA.

Provider Employee Obligation. Provider shall require all of Provider’'s employees and agents who have
access to Student Data to comply with all applicable provisions of this DPA with respect to the Student
Data shared under the Service Agreement. Provider agrees to require and maintain an appropriate
confidentiality agreement from each employee or agent with access to Student Data pursuant to the
Service Agreement.

No Disclosure. Provider acknowledges and agrees that it shall not make any re-disclosure of any Student
Data or any portion thereof, including without limitation, user content or other non-public information
and/or personally identifiable information contained in the Student Data other than as directed or



permitted by the LEA or this DPA. This prohibition against disclosure shall not apply to aggregate
summaries of De-ldentified information, Student Data disclosed pursuant to a lawfully issued subpoena
or other legal process, or to subprocessors performing services on behalf of the Provider pursuant to this
DPA. Provider will not Sell Student Data to any third party.

De-ldentified Data: Provider agrees not to attempt to re-identify de-identified Student Data. De-Identified
Data may be used by the Provider for those purposes allowed under FERPA and the following purposes:
(1) assisting the LEA or other governmental agencies in conducting research and other studies; and (2)
research and development of the Provider's educational sites, services, or applications, and to
demonstrate the effectiveness of the Services; and (3) for adaptive learning purpose and for customized
student learning. Provider's use of De-ldentified Data shall survive termination of this DPA or any request
by LEA to return or destroy Student Data. Except for Subprocessors, Provider agrees not to transfer de-
identified Student Data to any party unless (a) that party agrees in writing not to attempt re-identification,
and (b) prior written notice has been given to the LEA who has provided prior written consent for such
transfer. Prior to publishing any document that names the LEA explicitly or indirectly, the Provider shall
obtain the LEA’s written approval of the manner in which de-identified data is presented.

Disposition of Data. Upon written request from the LEA, Provider shall dispose of or provide a mechanism
for the LEA to transfer Student Data obtained under the Service Agreement, within sixty (60) days of the
date of said request and according to a schedule and procedure as the Parties may reasonably agree.
Upon termination of this DPA, if no written request from the LEA is received, Provider shall dispose of all
Student Data after providing the LEA with reasonable prior notice. The duty to dispose of Student Data
shall not extend to Student Data that had been De-ldentified or placed in a separate student account
pursuant to section Il 3. The LEA may employ a “Directive for Disposition of Data” form, a copy of which
is attached hereto as Exhibit “D”. If the LEA and Provider employ Exhibit “D,” no further written request
or notice is required on the part of either party prior to the disposition of Student Data described in Exhibit
“D.

Advertising Limitations. Provider is prohibited from using, disclosing, or selling Student Data to (a) inform,
influence, or enable Targeted Advertising; or (b) develop a profile of a student, family member/guardian
or group, for any purpose other than providing the Service to LEA. This section does not prohibit Provider
from using Student Data (i) for adaptive learning or customized student learning (including generating
personalized learning recommendations); or (ii) to make product recommendations to teachers or LEA
employees; or (iii) to notify account holders about new education product updates, features, or services
or from otherwise using Student Data as permitted in this DPA and its accompanying exhibits

ARTICLE V: DATA PROVISIONS

Data Storage. Where required by applicable law, Student Data shall be stored within the United States.
Upon request of the LEA, Provider will provide a list of the locations where Student Data is stored.

Audits. No more than once a year, or following unauthorized access, upon receipt of a written request
from the LEA with at least ten (10) business days’ notice and upon the execution of an appropriate
confidentiality agreement, the Provider will allow the LEA to audit the security and privacy measures that
are in place to ensure protection of Student Data or any portion thereof as it pertains to the delivery of
services to the LEA . The Provider will cooperate reasonably with the LEA and any local, state, or federal



agency with oversight authority or jurisdiction in connection with any audit or investigation of the Provider
and/or delivery of Services to students and/or LEA, and shall provide reasonable access to the Provider’s
facilities, staff, agents and LEA’s Student Data and all records pertaining to the Provider, LEA and delivery
of Services to the LEA. Failure to reasonably cooperate shall be deemed a material breach of the DPA.

Data Security. The Provider agrees to utilize administrative, physical, and technical safeguards designed
to protect Student Data from unauthorized access, disclosure, acquisition, destruction, use, or
modification. The Provider shall adhere to any applicable law relating to data security. The provider shall
implement an adequate Cybersecurity Framework based on one of the nationally recognized standards
set forth set forth in Exhibit “F”. Exclusions, variations, or exemptions to the identified Cybersecurity
Framework must be detailed in an attachment to Exhibit “H”. Additionally, Provider may choose to
further detail its security programs and measures that augment or are in addition to the Cybersecurity
Framework in Exhibit “F”. Provider shall provide, in the Standard Schedule to the DPA, contact
information of an employee who LEA may contact if there are any data security concerns or questions.

Data Breach. In the event of an unauthorized release, disclosure or acquisition of Student Data that
compromises the security, confidentiality or integrity of the Student Data maintained by the Provider the
Provider shall provide notification to LEA within seventy-two (72) hours of confirmation of the incident,
unless notification within this time limit would disrupt investigation of the incident by law enforcement.
In such an event, notification shall be made within a reasonable time after the incident. Provider shall
follow the following process:

(1) The security breach notification described above shall include, at a minimum, the following
information to the extent known by the Provider and as it becomes available:

i. The name and contact information of the reporting LEA subject to this section.

ii. A list of the types of personal information that were or are reasonably believed to have
been the subject of a breach.

iii. If the information is possible to determine at the time the notice is provided, then either
(1) the date of the breach, (2) the estimated date of the breach, or (3) the date range
within which the breach occurred. The notification shall also include the date of the
notice.

iv. Whether the notification was delayed as a result of a law enforcement investigation, if
that information is possible to determine at the time the notice is provided; and

v. A general description of the breach incident, if that information is possible to determine
at the time the notice is provided.

(2) Provider agrees to adhere to all federal and state requirements with respect to a data breach
related to the Student Data, including, when appropriate or required, the required responsibilities
and procedures for notification and mitigation of any such data breach.

(3) Provider further acknowledges and agrees to have a written incident response plan that reflects
best practices and is consistent with industry standards and federal and state law for responding
to a data breach, breach of security, privacy incident or unauthorized acquisition or use of Student
Data or any portion thereof, including personally identifiable information and agrees to provide
LEA, upon request, with a summary of said written incident response plan.



(4) LEA shall provide notice and facts surrounding the breach to the affected students, parents or
guardians.

(5) In the event of a breach originating from LEA’s use of the Service, Provider shall cooperate with
LEA to the extent necessary to expeditiously secure Student Data.

ARTICLE VI: GENERAL OFFER OF TERMS

Provider may, by signing the attached form of “General Offer of Privacy Terms” (General Offer, attached hereto
as Exhibit “E”), be bound by the terms of Exhibit “E” to any other LEA who signs the acceptance on said Exhibit.
The form is limited by the terms and conditions described therein.

ARTICLE VII: MISCELLANEOUS
1. Termination. In the event that either Party seeks to terminate this DPA, they may do so by mutual written
consent so long as the Service Agreement has lapsed or has been terminated. Either party may terminate

this DPA and any service agreement or contract if the other party breaches any terms of this DPA.

2. Effect of Termination Survival. If the Service Agreement is terminated, the Provider shall destroy all of
LEA’s Student Data pursuant to Article IV, section 6.

3. Priority of Agreements. This DPA shall govern the treatment of Student Data in order to comply with the
privacy protections, including those found in FERPA and all applicable privacy statutes identified in this
DPA. In the event there is conflict between the terms of the DPA and the Service Agreement, Terms of
Service, Privacy Policies, or with any other bid/RFP, license agreement, or writing, the terms of this DPA
shall apply and take precedence. Inthe event of a conflict between Exhibit H, the SDPC Standard Clauses,
and/or the Supplemental State Terms, Exhibit H will control, followed by the Supplemental State Terms.
Except as described in this paragraph herein, all other provisions of the Service Agreement shall remain
in effect.

4. Entire Agreement. This DPA and the Service Agreement constitute the entire agreement of the Parties
relating to the subject matter hereof and supersedes all prior communications, representations, or
agreements, oral or written, by the Parties relating thereto. This DPA may be amended and the
observance of any provision of this DPA may be waived (either generally or in any particular instance and
either retroactively or prospectively) only with the signed written consent of both Parties. Neither failure
nor delay on the part of any Party in exercising any right, power, or privilege hereunder shall operate as a
waiver of such right, nor shall any single or partial exercise of any such right, power, or privilege preclude
any further exercise thereof or the exercise of any other right, power, or privilege.




Severability. Any provision of this DPA that is prohibited or unenforceable in any jurisdiction shall, as to
such jurisdiction, be ineffective to the extent of such prohibition or unenforceability without invalidating
the remaining provisions of this DPA, and any such prohibition or unenforceability in any jurisdiction shall
not invalidate or render unenforceable such provision in any other jurisdiction. Notwithstanding the
foregoing, if such provision could be more narrowly drawn so as not to be prohibited or unenforceable in
such jurisdiction while, at the same time, maintaining the intent of the Parties, it shall, as to such
jurisdiction, be so narrowly drawn without invalidating the remaining provisions of this DPA or affecting
the validity or enforceability of such provision in any other jurisdiction.

Governing Law; Venue and Jurisdiction. THIS DPA WILL BE GOVERNED BY AND CONSTRUED IN
ACCORDANCE WITH THE LAWS OF THE STATE OF THE LEA, WITHOUT REGARD TO CONFLICTS OF LAW
PRINCIPLES. EACH PARTY CONSENTS AND SUBMITS TO THE SOLE AND EXCLUSIVE JURISDICTION TO THE
STATE AND FEDERAL COURTS FOR THE COUNTY OF THE LEA FOR ANY DISPUTE ARISING OUT OF OR
RELATING TO THIS DPA OR THE TRANSACTIONS CONTEMPLATED HEREBY.

Successors Bound: This DPA is and shall be binding upon the respective successors in interest to Provider
in the event of a merger, acquisition, consolidation or other business reorganization or sale of all or
substantially all of the assets of such business In the event that the Provider sells, merges, or otherwise
disposes of its business to a successor during the term of this DPA, the Provider shall provide written
notice to the LEA no later than sixty (60) days after the closing date of sale, merger, or disposal. Such
notice shall include a written, signed assurance that the successor will assume the obligations of the DPA
and any obligations with respect to Student Data within the Service Agreement. The LEA has the authority
to terminate the DPA if it disapproves of the successor to whom the Provider is selling, merging, or
otherwise disposing of its business.

Authority. Each party represents that it is authorized to bind to the terms of this DPA, including
confidentiality and destruction of Student Data and any portion thereof contained therein, all related or
associated institutions, individuals, employees or contractors who may have access to the Student Data
and/or any portion thereof.

Waiver. No delay or omission by either party to exercise any right hereunder shall be construed as a
waiver of any such right and both parties reserve the right to exercise any such right from time to time,
as often as may be deemed expedient.



EXHIBIT “A”
DESCRIPTION OF SERVICES

This solution is built on CrisisGo's long-standing solution, Safety iPass, which previously
tackled the entry management challenges during 2020. GateKeeper provides an
all-encompassing platform that not only manages visitor entry but also connects visitors to the
building’s alerting system, ensuring a safer environment for students, employees, staff, and
visitors alike.

Visitor management is a rapidly growing industry, with millions of people checking in at
schools, offices, and public spaces annually. In 2023 alone, according to new report by
MarketsandMarkets™, the visitor management market was valued at approximately $1.6
billion, with projections suggesting exponential growth as organizations seek to enhance their
security infrastructure. As the need for secure and seamless visitor experiences increases,
the industry is evolving beyond simple, frictionless check-ins to integrate more advanced
features, such as real-time alerting and comprehensive security measures.

CrisisGo is ready to lead this transformation. With GateKeeper, we are redefining how visitor
management should be done—offering not just a streamlined entry process but a solution that
integrates visitors into an organization’s safety ecosystem. GateKeeper’s unique ability to
connect with emergency communication systems ensures that every visitor is part of a
cohesive safety plan, making it a groundbreaking solution in a space that has seen little
innovation. CrisisGo is poised to take the visitor management industry by storm, showing the
world how true safety and security should be handled in today’s increasingly complex
environments.

The GateKeeper solution offers organizations a comprehensive approach to enhancing
campus security and access control. By seamlessly integrating with existing systems,
GateKeeper allows authorized visitors, volunteers, contractors, and substitutes to easily enter
facilities while maintaining high security standards. The level of security can be customized for
each role, allowing, for example, substitutes to undergo an initial check-in and then receive a
fast pass for future visits.

Organizations can choose a turn-key setup with pre-configured hardware, or use their existing
hardware to ensure a smooth and efficient installation. Real-time notifications and visitor
identification features provide immediate alerts and ensure that only authorized individuals are
granted access. Additionally, the system's compatibility with background check solutions
enhances the safety of everyone, supporting schools and businesses in creating a secure
environment for students, staff, and visitors alike.

GateKeeper is more than just a visitor management tool; it is part of a comprehensive safety
solution that keeps everyone connected and secure throughout the entire day. From the
moment a visitor enters the building to the time they leave, GateKeeper ensures that every
entry is monitored, every alert is communicated, and every person is protected.



EXHIBIT “B”
SCHEDULE OF DATA

Category of Data

Elements

Check if Used
by Your System

Application Technology
Meta Data

IP Addresses of users, Use of cookies, etc.

v

Other application technology meta data-Please specify:

Application Use Statistics

Meta data on user interaction with application

Assessment Standardized test scores

Observation data

Other assessment data-Please specify:
Attendance

Student school (daily) attendance data

L]

Student class attendance data

Communications

Online communications captured (emails, blog entries)

Conduct

Conduct or behavioral data

Demographics

Date of Birth

Place of Birth

Gender

Ethnicity or race

Language information (native, or primary language spoken by
student)

Other demographic information-Please specify:

Enrollment

Student school enrollment

Student grade level

Homeroom

Guidance counselor

Specific curriculum programs

Year of graduation

Other enrollment information-Please specify:

Parent/Guardian Contact
Information

Address

Email

Phone

NNH




Category of Data

Elements

Check if Used
by Your System

Parent/Guardian ID

Parent ID number (created to link parents to students)

Parent/Guardian Name

First and/or Last

Schedule

Student scheduled courses

Teacher names

Special Indicator

English language learner information

Low income status

Medical alerts/ health data

Student disability information

Specialized education services (IEP or 504)

T T RRR=

Living situations (homeless/foster care)

Other indicator information-Please specify:

Student Contact
Information

Address

Email

Phone

Student Identifiers

Local (School district) ID number

NS

State ID number

Provider/App assigned student ID number

Student app username

Student app passwords

Student Name

First and/or Last

Student In App
Performance

Program/application performance (typing program-student
types 60 wpm, reading program-student reads below grade
level)

Student Program

Academic or extracurricular activities a student may belong to

Membership or participate in

Student Survey . .
Student responses to surveys or questionnaires

Responses

Student work

Student generated content; writing, pictures, etc.

Other student work data -Please specify:

Transcript

Student course grades

Student course data

Student course grades/ performance scores




Category of Data

Elements

Check if Used
by Your System

Other transcript data - Please specify:

Transportation

Student bus assignment

Student pick up and/or drop off location

Student bus card ID number

Other transportation data — Please specify:

Other Please list each additional data element used, stored, or
collected by your application:
None No Student Data collected at this time. Provider will

immediately notify LEA if this designation is no longer
applicable.




EXHIBIT “C”
DEFINITIONS

De-ldentified Data and De-ldentification: Records and information are considered to be de-identified when all
personally identifiable information has been removed or obscured, such that the remaining information does not
reasonably identify a specific individual, including, but not limited to, any information that, alone or in
combination is linkable to a specific student and provided that the educational agency, or other party, has made
a reasonable determination that a student’s identity is not personally identifiable, taking into account reasonable
available information.

Educational Records: Educational Records are records, files, documents, and other materials directly related to a
student and maintained by the school or local education agency, or by a person acting for such school or local
education agency, including but not limited to, records encompassing all the material kept in the student’s
cumulative folder, such as general identifying data, records of attendance and of academic work completed,
records of achievement, and results of evaluative tests, health data, disciplinary status, test protocols and
individualized education programs.

Metadata: means information that provides meaning and context to other data being collected; including, but not
limited to: date and time records and purpose of creation Metadata that have been stripped of all direct and
indirect identifiers are not considered Personally Identifiable Information.

Operator: means the operator of an internet website, online service, online application, or mobile application with
actual knowledge that the site, service, or application is used for K—12 school purposes. Any entity that operates
an internet website, online service, online application, or mobile application that has entered into a signed, written
agreement with an LEA to provide a service to that LEA shall be considered an “operator” for the purposes of this
section.

Originating LEA: An LEA who originally executes the DPA in its entirety with the Provider.

Provider: For purposes of the DPA, the term “Provider” means provider of digital educational software or services,
including cloud-based services, for the digital storage, management, and retrieval of Student Data. Within the DPA
the term “Provider” includes the term “Third Party” and the term “Operator” as used in applicable state statutes.

Student Generated Content: The term “student-generated content” means materials or content created by a
student in the services including, but not limited to, essays, research reports, portfolios, creative writing, music or
other audio files, photographs, videos, and account information that enables ongoing ownership of student
content.

School Official: For the purposes of this DPA and pursuant to 34 CFR § 99.31(b), a School Official is a contractor
that: (1) Performs an institutional service or function for which the agency or institution would otherwise use
employees; (2) Is under the direct control of the agency or institution with respect to the use and maintenance of
Student Data including Education Records; and (3) Is subject to 34 CFR § 99.33(a) governing the use and re-
disclosure of personally identifiable information from Education Records.

Service Agreement: Refers to the Contract, Purchase Order or Terms of Service or Terms of Use.

Student Data: Student Data includes any data, whether gathered by Provider or provided by LEA or its users,
students, or students’ parents/guardians, that is descriptive of the student including, but not limited to,
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information in the student’s educational record or email, first and last name, birthdate, home or other physical
address, telephone number, email address, or other information allowing physical or online contact, discipline
records, videos, test results, special education data, juvenile dependency records, grades, evaluations, criminal
records, medical records, health records, social security numbers, biometric information, disabilities,
socioeconomic information, individual purchasing behavior or preferences, food purchases, political affiliations,
religious information, text messages, documents, student identifiers, search activity, photos, voice recordings,
geolocation information, parents’ names, or any other information or identification number that would provide
information about a specific student. Student Data includes Meta Data. Student Data further includes “personally
identifiable information (PIl),” as defined in 34 C.F.R. § 99.3 and as defined under any applicable state law. Student
Data shall constitute Education Records for the purposes of this DPA, and for the purposes of federal, state, and
local laws and regulations. Student Data as specified in Exhibit “B” is confirmed to be collected or processed by
the Provider pursuant to the Services. Student Data shall not constitute that information that has been
anonymized or de-identified, or anonymous usage data regarding a student’s use of Provider’s services.

Subprocessor: For the purposes of this DPA, the term “Subprocessor” (sometimes referred to as the
“Subcontractor”) means a party other than LEA or Provider, who Provider uses for data collection, analytics,
storage, or other service to operate and/or improve its service, and who has access to Student Data.

Subscribing LEA: An LEA that was not party to the original Service Agreement and who accepts the Provider’s
General Offer of Privacy Terms.

Targeted Advertising: means presenting an advertisement to a student where the selection of the advertisement
is based on Student Data or inferred over time from the usage of the operator's Internet web site, online service
or mobile application by such student or the retention of such student's online activities or requests over time for
the purpose of targeting subsequent advertisements. "Targeted advertising" does not include any advertising to
a student on an Internet web site based on the content of the web page or in response to a student's response or
request for information or feedback.

Third Party: The term “Third Party” means a provider of digital educational software or services, including cloud-
based services, for the digital storage, management, and retrieval of Education Records and/or Student Data, as
that term is used in some state statutes. However, for the purpose of this DPA, the term “Third Party” when used
to indicate the provider of digital educational software or services is replaced by the term “Provider.”
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EXHIBIT “D”
DIRECTIVE FOR DISPOSITION OF DATA

Oakland Unified School District Provider to dispose of data obtained by Provider
pursuant to the terms of the Service Agreement between LEA and Provider. The terms of the Disposition are
set forth below:

1. Extent of Disposition
] Disposition is partial. The categories of data to be disposed of are set forth below or are found in
an attachment to this Directive:
[Insert categories of data here]
Disposition is Complete. Disposition extends to all categories of data.

2. Nature of Disposition
v Disposition shall be by destruction or deletion of data.
Disposition shall be by a transfer of data. The data shall be transferred to the following site as

follows:
[Insert or attach special instructions]

3. Schedule of Disposition
Data shallhe disposed of by the following date:
/ As soon as commercially practicable.

By
4. Signature
Authorized Representative of LEA Date

5. Verification of Disposition of Data
: Digitally signed by Jacob Lewi
Jacob Lewis e 2eo: i iaser os00 01/14/2025

Authorized Representative of Company Date
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EXHIBIT “E”
GENERAL OFFER OF PRIVACY TERMS
1. Offer of Terms

Provider offers the same privacy protections found in this DPA between it and
Oakland Unified School District

(“Originating LEA”) which is dated 01/14/2025 , to any other LEA (“Subscribing LEA”) who accepts this
General Offer of Privacy Terms (“General Offer”) through its signature below. This General Offer shall
extend only to privacy protections, and Provider’s signature shall not necessarily bind Provider to other
terms, such as price, term, or schedule of services, or to any other provision not addressed in this DPA. The
Provider and the Subscribing LEA may also agree to change the data provided by Subscribing LEA to the Provider
to suit the unique needs of the Subscribing LEA. The Provider may withdraw the General Offer in the event of:
(1) a material change in the applicable privacy statues; (2) a material change in the services and products
listed in the originating Service Agreement; or three (3) years after the date of Provider’s signature to this
Form. Subscribing LEAs should send the signed Exhibit “E” to Provider at the following email address:

jacobl@crisisgo.com _
PROVIDER: CrisisGo_Inc

. Diagi:llly signed by Jalco? Lewis 01/14/2025
BY: Jacob LeW|S 3);0.()'2025.01,1413.18.47 Date:
Printed Name: Jacob Lewis Title/Position: Chief Security Officer

2. Subscribing LEA

A Subscribing LEA, by signing a separate Service Agreement with Provider, and by its signature below, accepts the
General Offer of Privacy Terms. The Subscribing LEA and the Provider shall therefore be bound by the same
terms of this DPA for the term of the DPA between the Oakland Unified School District

and the Provider. **PRIOR TO ITS EFFECTIVENESS, SUBSCRIBING LEA MUST DELIVER NOTICE OF ACCEPTANCE
TO PROVIDER PURSUANT TO ARTICLE VII, SECTION 5. **

LEA: INSERT SUBSCRIBING SCHOOL DISTRICT OR LOCAL EDUCATION AGENCY

BY:
SUBSCRIBING LEA SIGN DATE
Date:
) SUBSCRIBING LEA AUTHORIZED SIGNER PRINT NAME . SUBSCRIBING LEA AUTHORIZED SIGNER TITLE
Printed Name: Title/Position:

INSERT SUBSCRIBING SCHOOL DISTRICT OR LOCAL EDUCATION AGENCY
SCHOOL DISTRICT NAME:

DESIGNATED REPRESENTATIVE OF LEA:
DESIGNATED REPRESENTATIVE OF SUBSCRIBING LEA NAME

Name:
Title: DESIGNATED REPRESENTATIVE OF SUBSCRIBING LEA TITLE
Address: DESIGNATED REPRESENTATIVE OF SUBSCRIBING LEA ADDRESS

DESIGNATED REPRESENTATIVE OF SUBSCRIBING LEA PHONE NUMBER
Telephone Number:

DESIGNATED REPRESENTATIVE OF SUBSCRIBING LEA EMAIL

Email:
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EXHIBIT “F”
DATA SECURITY REQUIREMENTS

Adequate Cybersecurity Frameworks
2/24/2020

The Education Security and Privacy Exchange (“Edspex”) works in partnership with the Student Data Privacy
Consortium and industry leaders to maintain a list of known and credible cybersecurity frameworks which can
protect digital learning ecosystems chosen based on a set of guiding cybersecurity principles* (“Cybersecurity
Frameworks”) that may be utilized by Provider .

Cybersecurity Frameworks

MAINTAINING ORGANIZATION/GROUP FRAMEWORK(S)
/ National Institute of Standards and NIST Cybersecurity Framework Version 1.1
Technology
National Institute of Standards and NIST SP 800-53, Cybersecurity Framework for
/ Technology Improving Critical Infrastructure Cybersecurity

(CSF), Special Publication 800-171

International Standards Organization Information technology — Security techniques
— Information security management systems
(1ISO 27000 series)

Secure Controls Framework Council, LLC Security Controls Framework (SCF)

Center for Internet Security CIS Critical Security Controls (CSC, CIS Top 20)

Office of the Under Secretary of Defense for Cybersecurity Maturity Model Certification
Acquisition and Sustainment (OUSD(A&S)) (CMMC, ~FAR/DFAR)

N INIIN IS

Please visit http.//www.edspex.orq for further details about the noted frameworks.
*Cybersecurity Principles used to choose the Cybersecurity Frameworks are located here
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EXHIBIT G: Supplemental State Terms for California & Al Addendum

This Amendment for State Terms for California (“Amendment”) is entered into on the date of full execution (the
“Effective Date”) and is incorporated into and made a part of the Student Data Privacy Agreement (“DPA”) by and
between:
, located at
(the “Local Education Agency” or “LEA”) and
CrisisGo, Inc. , located at 800 W EI Camino Real, Suite 180 Mountain View, CA 94040
(the “Provider”).

All capitalized terms not otherwise defined herein shall have the meaning as defined in the attached DPA.

WHEREAS, the Provider is providing educational or digital Services to LEA. ,

WHEREAS, the Provider and LEA recognize the need to protect personally identifiable student information
and other regulated data exchanged between them as required by applicable laws and regulations, such as the
Family Educational Rights and Privacy Act (“FERPA”) at 20 U.S.C. §1232g (34 C.F.R. Part 99); and the Children’s
Online Privacy Protection Act (‘COPPA”) at 15 U.S.C. §6501-6506 (16 C.F.R. Part 312), applicable laws, and

WHEREAS, the Provider and LEA agree that additional and modified sections are required to address the
use of Artificial Intelligence (“Al") as part of the services or product provided; and

WHEREAS, the Provider and LEA desire to enter into this DPA for the purpose of establishing their
respective obligations and duties in order to comply with applicable laws and regulations.

NOW THEREFORE, for good and valuable consideration, LEA and Provider agree to the following:

1. Term. Unless otherwise terminated by the Parties, this Amendment shall remain effective for the duration of
the attached DPA.

2. Amendment to ARTICLE I, § 2. of the DPA (Parent, Legal Guardian and Student Access) is amended
as follows:

In accordance with California Education Code § 49073.1(b)(2), should the Provider store or maintain
Student-Generated Content, the Provider shall, upon request from the LEA, provide a mechanism for
students to retain ownership of the content they create, which shall include text or images generated by
Artificial Intelligence, to be defined below. Furthermore, this NDPA does not impede the ability of students to
download, export, or otherwise save or maintain their own Student Generated Content directly from Provider
or for Provider to provide a mechanism for such download, export, transfer or saving to students, or the
student’s parent or legal guardian. Nor does it impede the ability of Providers to offer LEAs features to allow
such ability.

3. Amendment to ARTICLE |, to include the addition(s) of § 4 & 4.1 & 4.2:

4. Use of Artificial Intelligence. If the Services described in Exhibit "A" require Provider to use Al,
ownership of Student Data shall remain with the District or Student. The Provider is prohibited from
using or reproducing Student Data for Al training or content generation without prior written consent
from the District. Furthermore, sub-licensing Student Data for these purposes is strictly prohibited
without explicit written permission from the parents or eligible pupils. Access to District-provided Student
Data is limited to authorized users unless granted in writing by the LEA or otherwise permitted under
this DPA.

4.1 Hallucinations. Provider will provide notice in the event that any feature of the services it provides
is modified to include Al functions. Provider further represents that it will monitor the Hallucination rate
of the service and take industry standard methods to reduce Hallucination rates.

4.2 Collection of Student Data and Al Use. The Provider must complete the attached Al Schedule of
Data.
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4. Amendment to Article IV, to add a new Section 8

8. Algorithmic Biases. The Provider certifies that any Al technologies used in facilitating the Services are
regularly audited for biases and fairness and, if necessary, Provider shall implement strategies to identify
and mitigate any discriminatory effects or biases in Al decision-making. Upon request by the LEA, the
Provider shall provide the LEA an abstract or summary of findings of that portion of the audit pertaining to
algorithmic bias.

Furthermore, Student Data, as defined elsewhere in the DPA, shall not be used for training purposes or to
develop synthetic and/or inferred data. All other provisions of the DPA shall remain in effect.

5. Amendment to Exhibit C: Definitions shall be amended to include the following terms:

Algorithmic Bias: Where an algorithm produces systematically prejudiced outcomes favoring certain
groups or disadvantaging others based on characteristics like gender, race, age, ethnicity or
other protected attributes.

Artificial Intelligence (Al). Refers to systems that display intelligent behavior by analyzing their
environment and taking action, with some degree of autonomy, to achieve specific goals.

Hallucination: A response by an artificial intelligence to a user request or query that is
incorrect, nonsensical or misleading that may appear to be factually correct.

Describe how Student Data is Used:

For the organization to utilize CrisisGo's visitor managment system Gatekeep.

Any other information related to Provider’s use of Al:

CrisisGo's platform does not utilize Al at this time. We do allow our staff to use Al notetakers on meetings with the clients
approval and our website(non-support/not the helpdesk) does deploy a chatbot. The product and platform used by the district
does not include any Al services.

The Provider certifies that any Al technologies used in facilitating the Services are regularly audited for biases and
fairness and, if necessary, Provider shall implement strategies to identify and mitigate any discriminatory effects or
biases in Al decision-making. Furthermore, Student Data, as defined elsewhere in the DPA, shall not be used for
training purposes or to develop synthetic and/or inferred data. All other provisions of the DPA shall remain in effect.

IN WITNESS WHEREOF, LEA and Provider execute this DPA as of the Effective Date.

LEA: Oakland Unified School District

gy, R < A5 DATE:  4/25/2025

Printed Name  Susan Beltz Title/Position  Chief Technology Officer

Provider: CrisisGo, Inc.

BY: Qmé L acver DATE:  04/18/2025
J

Jacob Lewis , . '
Printed Name Title/Position Chief Security Officer
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Al Addendum
(METHODS EMPLOYED BY THE Al)
The following information correlates to how the Provider will use Al in the delivery services to LEA.
Type of Al Used Description/Common Uses Optional | Required
Intelligent Tutoring Personalized instruction based on students’ individual learning needs and 0 0
Systems/agents (ITS) progress
Adaptive . - . )
. Adjusts the difficulty level and content of learning materials based on the
Learning/Assessment ) . O O
student's performance and learning pace
Platforms
Natural Language Analyze and understand students’ written or spoken responses, providing 0 0
Processing (NLP) feedback or assistance in language learning tasks.
Machine Learning-based Recommend educational resources, such as books, videos, or exercises, 0O 0O
Recommended Systems based on students' preferences, learning styles, and performance history.
Virtual Assistants Provide automated and personalized support by handling tasks, answering 0 0
(i.e. Alexa, Siri, Merlyn Mind) | questions, and managing workflows.
Facilitate automated and interactive communication; provides instant
Chatbots/LLMs ; . ; ;
- responses to questions and assists with various tasks through natural O O
(i.e. ChatGPT) I .
anguage processing.
Data Analytics and Predictive| Analyze historical data and identify patterns to forecast future trends and 0O 0O
Modeling inform strategic decision-making.
Gamification and/or l;'nhance gngagemeqt and optimize md:wdqal _learn/ng experiences by
. . incorporating game-like elements and/or tailoring educational content to O O
Personalized Learning Paths f ;
each learner's unique needs and progress.
Combuter Vision Interpret, analyze, and generate visual data, mimicking human visual
~Omp perception for applications such as image recognition, object detection, O O
(i.e. CNNs, GANSs) ; ;
and image synthesis.
Rec°mme’.‘def Analyze user preferences and behavior to suggest personalized content,
Systems/Filtering roducts, or services O O
(i.e. KNN, TF-IDF) P ’
Translation Translate text from one language to another, leveraging advanced
(i.e. Transformer, Deepl) machine-learning techniques to understand and generate human-like O O
T ’ P language translations.
Neural Machine Translation Al%orlthmsd gsed tg provide faccura{e and fluent translatlonsdby  vidual
(NMT) understanding and processing entire sentences as opposed to individua O O
words or phrases.
Speech Recognition Convert spoken language into text by accurately identifying and 0O 0O
(i.e. DNNs, Wav2Vec) processing the acoustic signals of human speech.
24
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Type of Al Used Description/Common Uses Optional | Required
Time Series Analysis Analyze and interpret temporal data points to identify patterns, trends, and 0 0
(i.e. ARIMA, LSTMs) seasonal variations, aiding in forecasting and decision-making.
. . Teaches optimal behaviors and decision-making policies by interacting
Ezmg).rf:;?ﬁi?]t L?én,\'lgg)’ with an environment and receiving feedback through rewards and O O
e 9 penalties.
Dimensionality Reduction Reduces the number of variables in a dataset while preserving as much
ie. (PCA t-SIYIE) variability and information as possible to simplify analysis and O O
e ' visualization.
Specify other types of Al here:
Other Types of Al Used O O
Purpose of Al Use Description Optional| Required
Customized learning to match a students’ strengths, weaknesses, and
Personalized learning learning styles. I I O O
Enhanced Teaching and Assist teachers in delivering more effective instruction and help students 0 0
Learning grasp difficult concepts more easily.
Automated Grading and Automate the grading for assignments, quizzes, and exams; provides 0 0
Feedback immediate feedback to students.
Analyze student performance data to identify areas where students are
Identifying Learning Gaps struggling and provide targeted interventions to address learning gaps. O O
Supporting Special Additional support and accommodations for students with special needs, 0 0
Education including personalized learning plans and assistive technologies
Promoting Engagement and | Gamification elements and interactive learning experiences; increase 0 0
Motivation student engagement and motivation
. ) Assist with administrative tasks such as scheduling, grading, and 0 0
Administrative Support managing educational resources
Provide parents with insights into their student’s academic progress, for 0 0
Parental Engagement communication and collaboration between parents, students, and teachers
Specify other purpose(s) for Al here:
Other Purpose(s) for Al Use O O
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a;;;g?steDjft;fOIIGCted Description Optional| Required|
Student Name First and/or Last O O
Date of Birth Student’s date of birth O O
Student ID Numbers Unique identification numbers to students for record-keeping purposes. O O
Demographic Information Gender, race, ethnicity, nationality, language spoken at home, eftc. O O
Academic Records academic performance, grades, attendance, disciplinary history, efc. O O
Special Education Individualized education plans (IEPs), accommodations, special needs, 0 0
Information efc.

. Physical or mental health conditions, medications, allergies, medical 0 0
Health Information history, efc.
) ) Fingerprints, facial recognition, or voiceprints for authentication or 0 0
Biometric Data identification
. Behavior, interactions with educational materials, engagement levels, 0 0
Behavioral Data learning preferences, etc.
Location Information Track locations, GPS-enabled devices, attendance tracking systems, etc. O O
Information fed into an Al model or algorithm, which is used to train, 0 0
Input Data validate, and test the model to make predictions or perform specific tasks.
Specify other Student Data here:
Other Student Data O O
Provider will immmediately notify LEA if this designation is no longer
No Al used at this time applicable. y notty I g O X
[J All requested Al Elements have been identified in this Exhibit and are correct at time of signature.
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