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Ratification by the Board of Education of the Agreement and Addendum A between
Amplified IT, LLC and Qakland Unified School District for 8/28/17-8/27/18 for
$62,425.00

Oakland Unified School District uses G-Suite for Education as its primary vehicie to
provide email and collaboration tools to staff and students at all district sites. While
these tools provide our staff and students with excellent online tools, they have no built
in security features that prevent confidential information from being emailed or shared
outside the district. Nor does G-Suite provide detailed visibility into user activity.

In 2017-18, Technology Services moved to Syscloud, a cloud security service, which is
build specifically for education to provide a secure online environment for students and
staff while reducing the overall cost of this service by $30,000. Syscloud provides the
district with user activity analytics on internet usage as well as threat visibility and
security controls in Gmail and Google drive, plus malware, ransomware and phishing
attack protection.
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introduction

The purpose of this document is 10 provide a contract between Amplified IT and Oakland Unified School District.

This document will set forth the scope, process and deliverables while summarizing the resources required to
complete the engagement. it will also form the Agreement.

Abhout Us
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Amplified IT is an education-focused consultancy that brings a unique biend of instructional and technical skills to
the K-12 market. Since 2008, this team of infrastructure and instructional consultants has assisted hundreds of
education instifutions worldwide to successfully adopt Google Apps and Chromebooks. Amplified 1T is a Google
authorized reseller and has close ties to the Google EDU team and various vendors in the Google for Education
sector.

Amplified IT's status as one of the leading education-focused Google App consultancies can be attributed to a
blend of unique approaches to education technoclogy consulting, focusing on empowering client's staff through the
transfer of knowledge. We recognize the challenge of preparing students for an increasingly complex and
cognitively demanding world, so we leverage our experiences to provide consulting to teachers who are dedicated
to creating innovative leaming opportunities for their students. We do not focus on tools; we focus on learning.

Background

The client is Cakland Unified School District, based in California.
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This document will set forth the scope, process and deliverahles while summarizing the resources reguired t©
complete the engagement. it will also form the Agreement.

About Us

Amplified IT is an education-focused consultancy that brings a unique blend of instructional and technical skills to
the K-12 market. Since 2008, this team of infrastructure and instructional consultants has assisted hundreds of
education institutions worldwide to successfully adopt Google Apps and Chromebooks. Amplified IT is a Google
autharized reseller and has close ties to the Google EDU team and various vendors in the Googie for Education
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blend of unique approaches to education technology consuiting, focusing on empowering client's staff through the
transfer of knowledge. We recognize the challenge of preparing students for an increasingly complex and
cognitively demanding world, so we leverage our experiences to provide consulting to teachers who are dedicated
to creating innovative learning opportunities for their students. We do not focus on tools; we focus on learning.

Backgrot d

The client is Qakland Unified School District, based in California.






the confidentiality and value of the Confidential Information with at least the same degree of care as
Recipient uses to protect its own Confidential Information of a like nature, but no less than a
reasonable degree of care; and (ili) not use, directly or indirectly, the Confidential Information for any
purpose other than to satisfy its obligations under this Agre«  ent. Recipient shall immediately give
notice to Discloser of any unauthorized use or disclosure of Confidential Information. Recipient shall
assist Discloser in remedying any unauthorized use or disclosure of Confidential Information caused
by Recipient. Recipient shall not modify, reverse-engineer, decompile, create other works from, or
disassemble any software programs contained in the Confidential Information without Discloser’s pricr
written consent.

(c) Dir~tesur~ B¢ Jire Recipient shall be entitled to disclose Confidential Information
solejy w ule Baslit 1€Coooaiy w LOMPlY With a court order or as otherwise required by law or by a
regulatory agency or governmental body, provided that Recipient shall first give notice to Discloser
and cooperate with Discleser in seeking a protective order or preventing disclosure, at Discloser’s sole
cost and expense. If such protective order is not obtained, Recipient agrees to disclose only that
portion of the Confidential Information which it is legally required to disclose.

(d) Exclusions. The obligations described in Section 5{b) impose no obligation upon Recipient with
respect fo any Confidential Information which: (i) is or becomes a matter of public knowledge through
no fault of Recipient; (ii) is rightfully received by Recipient from a third party without a duty of
confidentiality to a third party by, or with the authorizatinn of, Discloser; (iii) is disclosed without a duty
of confidentiality; or (iv) is independently developed by :cipient. The burden of proving any of the
above exemptions is on Recipient.

(e) Return ¢ Cot 3 1l n.Upon the termination or expiration of this Agreement or the
written request of w.ooivou. , —uichever occurs earlier, Recipient shall immediately destroy or return to

Discloser, as requested by Discloser, all Confidential Information of Discloser in its possession,
together with all records in any manner pertainin% to any of Discloser's Confidential Information.
Recipient shall also, uFon the written request of Discloser, furnish Discloser with a certificate of an
officer verifying that all Confidential Information been destroyed or returned to Discloser.

(f) Ownership. Except as provided in this Agreement, all materials transmitted between the parties
and containing Confidential information remain the sole and exclusive property of the Discloser.

Except for the license expressly granted hereunder, this Agreement and transmission or disclosure of
any Confidential Information does not grant the Recipient a license or ownership of any type.

(g) Reme~*~~ The parties agree that the rights being protected by this Section 5 are of a special and
unique chaiacier, which gives them a particular value, and that the breach of this Section 5 will result
in irreparable injury and damage. In such event, the non-breaching party shall be entitled to require
specific performance, obtain injunctive and other equitable relief in any court of competent jurisdiction
to prevent the violation or threatened violation of this Section 5.

(h) Expii ionofOL 1 The obligations and restrictions contained in this Section 5 will remain in
eftect for a period of unct o, years following the termination of this Agreement.

6. Intellectual Pr¢

(a) Ownership. Amplified IT retains exclusive ownership, and all rights, title and interest, whether or
not speciiically recognized or perfected under the laws of any applicable jurisdiction, in and to (a) all
materials created, authored or developed by Amplified IT outside of the scope or prior to performing
Services including, without limitation, the GAFE Audit, the GAFE Kickstart, software, documentation,
source and object code, frameworks, workflows and any copies, modifications or derivative works
thereof, in whole or in part, and all related intellectual property rights, and (b) all concepts, techniques,
know-how, best practices, templates. methodoclogies, refinements to methodologies, processes and/or
procedures used or developed under the Agreement (coliectively, "Amplified lP")J. Except as specified
in these Service Terms, nothing herein may be deemed to create a license or convey to Oakland
Unified School District any ownership, rights, title or any other proprietary interest in the Amplified IP.
Oakland Unified School District shali retain ownership of its data and any other information provided to
Amplified IT during the performance of the Services.

(b) Right to Use. Amplified IT grants Oakland Unified Schoo! District the revocable, limited right to
use, solely for infernal purposes, any Amplified IP incorporated into any work product created by
Amplified IT as a result of performing Services. Oakland Unified Schoo! District shall not, nor shall it
permit any third party to adapt, alter, modify, enhance, transiate, copy, create derivative works of,






Oakland Unified Schuool District

14, Entire Agreement; Modification. These Service Terms, together with the Order and the Privacy
Policy, constitute the entire agreement between Amplified IT and Oakland Unified School District on
the subject matter hereof and terminate and supersede all prior understandings or agreements,
whether verbal or written. This Agreement may only be modified in writing, signed by duly authorized
representatives of the parties.

15. Severability. If any provision of this Agreement is deemed invalid by a court of competent .
jurisdiction, the invalidity of such provision will not affect the validity of the remaining provisions of this
Agreement, which will remain in full force and effect.

16. Legal Fees. If either party seeks to enforce any of its rights and obligations hereunder by legal
proceedings and prevails, the other party shall be entitled to recover any and all costs and expenses
incurred by such party to enforce its rights, including, but not limited to all attorneys’ fees, court costs,
collection costs and expert fees.

17. No Waiver. No waiver of any term of this Agreement will be deemed a further or continuing waiver
of stch term or any other term, and Amplified IT’s failure to assert any right or provision under this
Agreement will not constitute a waiver of such right or provision.

- 18. Publicity. Amplified IT may use Oakland Unified School District's name in promotional materials
regarding its Services. These permissions are free of charge for worldwide use in any medium.
Amplified IT will obtain Oakland Unified School District's prior approval for publicity that contains
claims, quotes, endorsements or attributions by Qakland Unified School District.

19. Business Forms Terms and Conditions. If the terms and conditions in any purchase or sales
order, invoice, quote form or any other business form conflict with or are additional to the terms
contained in this Agreement, the parties agree the terms and conditions contained in this Agreement
c?fntriol and the terms, conditions, or provisions in such business form are void and of no force and
effect.

20. Survival. Rights and obligations under this Agreement which by their nature should survive,
including, without limitation, Section 5 (Confiden.tiailty%, Section Sélnteliegtual Pro%erty), Section 7
K_imltation of Liability), Section 10 (Non-solicitation), Section 11 (Governing Law; Venue), Section 16

Legal Fees), Section 18 (Publicity) and this Section 20 will remain in effect after termination of this
greement.

21. Headings. Headings used in these Service Terms are provided for convenience only and shall not
be deemed a part of this Agreement.
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2/9/2018 SysCloud Privacy Policy

SOLUTION v PRICING BLOG ABOUT v LOGIN

FREE TRIAL | REQUEST A DEMO

PRIVACY POLICY
Updated: Augt 16, 2016
‘evious Update: September 15, 2014 (see previous updais)

SysCloud Inc. (the “Company” or ‘we’) is a backup, migration and security solutions provider, which helps
organizations to protect themselves from critical data loss due to file corruption, accidental user error, and malicious
acts.

Your privacy is very important to us. We have develc ed this Privacy Policy for demonstrating our commitment
towards secure handling of information collected when you use our services or visit our website.

SysCloud complies with the U.S. — E.U. Safe Harbor framework and the U.S. — Swiss Safe Harbor framework as set
forth by the U.S. Department of Commerce regarding the collection, use, and retention of personal data from
European Union member countries and Switzerland. SysCloud has certified that at eres to the Safe Harbor
Privacy Principles of notice, choice, onward transfer, security, data integrity, access, and enforcement. To learn
more about the Safe Harbor program, please visit b/ v exporl govisaiena bhoy/.

We have tried to keep the Privacy Policy as simple as possible. if you are not familiar with terms like API, cookies,
Personal Information, anonymous information — please  er to the Definition section of this Privacy Policy.

SCOPE
This Privacy Policy describes:

What information v collect.

How is e information used?

» Why do we collect that information?
¢ The choices we offer, including how to access and update information.

By using our website and services and while providing your personal data via our site and services, you agree to the
terms of conditions of this privacy statement. You also expressly consent to the use of your Personal Information as
mentioned in this Privacy Policy. We may pro  is your Personal Information both in the country where the data is
collected and in other countries (including 1e U.S.) where the laws related to processing of your Personal
Information might be different an and less strint 1t when compared to the laws in your country.

https://www syscloud.com/privacy-policy/ 1/8
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This Privacy Pc y applies to all personal and anonymous data that we collect from you, whether in paper, verbal or
electronic format. This Privacy Policy applies to all products, applications, services, and websites (the “Services”)
offered by SysCloud Inc.

WHAT INFORMA™ DN DO WE COLI 2T

We collect Personal Information that you provide voluntarily, when you register online for any services or contact us
expressing interest in our services. When you register with us for creating a user account (paid or trial), we require
certain Personal Information such as your name, name of organization, email id, contact number and billing
information. You can choose not to prov  : certain information that we may request for, this may limit the services
that you can access.

If you are Business User Subscriber information related to your name and email id may be obtained from your
employers. In order to process subscription to our services we require credit card and billing related information in
order to process subscription and collect subscription related payments. We refer to this as ‘Billing Information’. If
you have purchased any of our services via our eseller/Business F  tner organiza s we may receive Personal
Information they have collected. When you communicate with us via email, we may collect and store any
information in your communication to us.

Backed Up data: The contents of a business user backed up data may contain Personal Information and
Anonymous inforn  ion such as email addresses, home, office ¢ Iresses, telephone numbers and other content
communicated via email or inside contact fields. Except for troubleshooting purposes we will not otherwise view the
contents of the backed up data without your permission in writing. For troubleshooting irposes we may have to
view file system information (excluding file contents, data like file extensions, size and folder names). Our
technology uses some of these inputs to provide incremental backi s | troubleshooting purposes. An employer
can request: (i) a copy of backed up data of its employees and (ii) deletion of backed up data without employee’s
consent.

Anonymous information

When you visit our website we may gather anonymous information such as your IP address, domain name,
browser, search terms and time spent on our web pages. We gatt  your information through cookies and web
bugs. whenever you visit our website and other related pages. We may use cookies to determine the date and time
of visit to our website.

Orders

When you order services from or otherwise contact the Company, we collect some Personal Information to allow us
to provide you the service, fulfill your requirement and provide you the cu  »mer support. This information may
include your name, address, phone number, your device information, registration data, email address, payment
detail and any other information that you entered while using our Services.

Log Data

When you use the Services, our servers automatically record information that your phone and browser send
whenever you use the Services (“Log Data”). This Log [ a may include, but is not limited to, your computer or

https://www.syscloud.com/privacy-policy/ 2/8



2/9/2018 SysCloud Privacy Policy

phone internet Protocol address, applic ion version, browser type, the web page you were visiting before you
launched the Service and information you search for using our Service. We use this information to monitor and
analyze use of the Services and for technical administi ion of the Services, to increase the Service functionality
and user-friendliness, and to better tailor our Services to our users’ needs. This information is collected using
Cookies and other tracking technolc =s as previously defined.

HOW IS THIS JFORMATION USED?

Only the Company has access to any such collected information. We will not give or sell your Personal information
to any other company for any purpose without your written consent. We may use this information to notify you of
important announcements regarc g our Applications, Upgrac i to our plications and special offers, and to
provide you support for the application and technical related gueries. If you do not want to receive any
announcement from us, you can ask to be excluded from such announcements by sending us email to

srivacy@syscloud.com requesting the same.
HOW IS THIS INFORMATION SHARED?

When you register with the Company and set up an account, the information you provide will be shared within the
Company in order to fulfill the order and/or provide additional support or information. We may need to provide such
information to our partners and suppliers to enable us to ship your oduct and fulfill your order.

WHY DO WE COLLECT YOUR INFORMA™ JON?

We use your Personal Information and anonymous information mainly to provide services, complete your
transactions, administer your inquiries and contact you with marketing or promotional materials and other
information that may be of interest to you.

CHOICE

If you decide at any time that you no longer wish to receive marketing collateral or promotional material from us,
please follow the unsubscribe instructions provided in any of the communications. We will endeavor to comply with
your request as soon as reasonably practicable. Please note that if you opt-out from receipt of such
communications, as described above, we will not remove your Personal Information from our databases or those of
our third party service providers to which we have already provided your Personal 1formation as of the date that we
implement your opt-out request.

REVIEW OF INFORMATION

You may ask us to remove your information from our system at any time after the completion of your order.
However, some information may be necessary for providing you support. In that event we may not be able to
provide you one or more of our services that you are using. We will remove as much of this Personal Information
that we can. If you want all information deleted from our database, please contact us at privacy@syscioud.com and
we will do what we can. it may result in you losing access to our services.

CHANGE OF CONTROL

https://www syscloud.com/privacy-policy/ 3/8
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permission. If you have questions about our sharing practices or your rights under California law, please write us at
Director Privacy, 20 Commerce Dr #135, Cranford, NJ 07016, or contact us at privacy@syscloud.com.

CHANGES IN Tt 5 PRIVACY POLICY

This Privacy Policy may be modified periodically to reflect changes that are made to our services and applications.
Any change made in this policy will be posted in our website. We request that you review our website periodically to
review the Privacy Policy. Changes, which affect the confidentiality of customer data, will be communicated to the
customers either via email or the changes will be posted in our website. If you do not understand or agree to any

soisud.con,

changes, please email us immediately at o ivacygis

DEFINITIONS

We recommend that you become familiar with the following « initions so that you can better understand how we
use data about you and to enhance your experience using our Applications and Services.

API: An application programming interface or “API” is a articular set of rules and specifications that allows one
software program to access and make use of another software program. I elps facilitate the interaction between
applications, similar to the way the user interface facilitates interaction between humans and computers. The
Company uses APIs to enable easy access to our Setvices.

Cookies and other Tracking Technologies: Cookies are small text files that web servers typically send to users’
computer when they visit a website. Cookies can be read or edited when the user loads a website or advertisement
from the domain that wrote the cookie in the first place. Cookies are used by companies to collect and send
information about a user’s website visit — for example, number of visits, average time spent, pages viewed,
navigation history through the website, and other statistics. s information can be used to improve a user's online
experience by saving passwords, or allowing companies to track and in rove website loading times, for instance.
Cookies can also be used to track a user's browsing or online purchasing habits and to target advertisements to
specific users. Cookies cannot be used to access any other di 1 0n a user’s hard drive, to personally identify them,
or to act like malware or a virus. Users who prefer not to accept cookies can set their Internet browser to notify them
when they receive a cookie or to prevent cookies from being placed ontl - hard drive. We may also use “pixel

", n o

tags,” "web beacons,” “clear GIFs” or similar means (individually or collectively “Pixel Tag”) in connection with our
Applications and Services to collect usage, demographic and geographical location data. A Pixel Tag is an
electronic image, often a single pixel that is ordinarily not visible to users and may be associated with cookies on a
user's hard drive. A Pixel Tag allows us to count users who | e visited certain screens on our web page, to deliver

branded services and to help determine the effectiveness of promotional or advertising campaigns.

Personal Information/Data: We define personal information as “information that can be used to uniquely identify,
contact, or locate a single person or can be used with other sources to uniguely identify a single individual.” e. g.
name, address, social security number, e-mail address etc.

CONTACTING COMPANY

if you have any questions about the Privacy Policy, please ct  act Company at prvacyfisyscliout.com or

suppoitd@syscloud.com .

https://www.syscloud.com/privacy-policy/ 7/8
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SysCloud Inc. © 2014
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