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orders, procedures charting, incident reporting, treatment action plans) and 
to ensure HIPAA compliance in the storage and access of personally-
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Not-To-Exceed 
Amount $80,000.00 

Competitively 
Bid 

No 

In-Kind 
Contributions 

N/A 
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Source(s) 

Funding Resource 0000/General Funds from 968/Health Services Budget 

Background OUSD’s Health Services Department performs a variety of functions to 
support the health and safety needs of our students with health conditions. 
Currently, the district has no EHR system and relies on paper charting. This 
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system does not sufficiently protect student confidentiality and can result in 
necessary paperwork being damaged, lost or destroyed. The Welligent EHR 
system will provide digital, HIPAA-compliant storage and access of all 
student-level health records to ensure consistent and quality service for 
students who require medical procedures at school.  

Attachment(s) ● Services Agreement 2021-2022
● Business Associate Agreement
● Certificate of Insurance
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Sondra Aguilera, Chief Academic Officer___________________10/1/2021

12/16/2021

COREY.HOLLIS
Signature





For the cost of user license fees, development form fees, one-time 
system  setup and technical support fees, for a total not to exceed 
$80,000.00 for the 2021-22 fiscal year. 
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Welligent Support and Service Level Requirements 

WELLIGENT SUPPORT AND SERVICE LEVEL REQUIREMENTS 
 
1. Welligent System and Software Services.  Welligent has developed an electronic health records system (the “Welligent System”) 
which can be accessed through a Welligent website permitting data entry and providing information management.  The Welligent System 
includes certain proprietary software and enhancements and updates thereto (the “Software”), system documentation and instructions 
contained in Welligent’s on-line knowledge base, www.welligentcommunity.com, (“Documentation and Specifications”), data bases, third 
party applications and networks.  During the Term of this Agreement, Welligent will provide to Customer access to and use of the 
Welligent System, as hosted by Welligent and made available to Customer on the Internet (the “Software Service”). 
 

(a) License to Use the Software Services.  Subject to the terms and conditions of this Agreement, Welligent hereby grants 
Customer and Customer’s authorized employees, volunteers, trainees and agents (“Authorized Users”) a nonexclusive, nontransferable 
right to use the Software Service solely for Customer’s own internal business purposes.  This license will begin on the Effective Date and 
continue for the Term or as long as Customer continuously subscribes, without interruption, to the Software Services and pays all fees 
not otherwise disputed in good faith and expenses due to Welligent in a timely manner (“Continuously Subscribes”)  
 

(b) Enhancements and Updates. During the Term of this Agreement, for as long as Customer Continuously Subscribes, 
and provided that Customer is in compliance with the terms of this Agreement, Welligent will provide Customer, free of charge, access to 
all revisions made by Welligent to improve the functionality of the Welligent System and/or Software and/or Software Service which are 
generally made available to all customers of Welligent (“Enhancements”) and corrections to minor defects of the Software which are 
generally made available to all customers of Welligent (“Updates”). At the request of the Customer, on a case by case basis, Welligent will 
consider expediting Enhancements for a fee, to be agreed upon in writing by both parties based on the specifications of the 
Enhancement.  

 
(c) Implementation.  Welligent and Customer will cooperate to develop an implementation schedule and plan 

(“Implementation Plan”) within thirty (30) days after the Effective Date of this Agreement.  The Welligent Order Sheet (“Order Sheet”) 
will set forth the fees to be paid by Customer (“Implementation Service Fees”) during the project period. Welligent shall invoice Customer 
for all Implementation Service Fees during the Implementation Period, after Customer is given a reasonable review or testing period 
mutually agreed to by the parties in accordance with the Implementation Plan and issues a signed acceptance or approval letter or email 
acceptance (“Acceptance”) in accordance with the acceptance testing requirements. At the end of the implementation period Customer 
shall have a reasonable period of time, not to exceed ten (10) business days, in which to test and accept the Software Service in 
accordance with mutually agreed upon Acceptance Testing requirements.  If the Software, the Welligent System, and the Software 
Service materially complies with the Documentation and Specifications and the Welligent Implementation Statement of Work or mutually 
agreed upon customer requirements as specified in the Order Sheet, Customer may not unreasonably withhold acceptance.  In the event 
the Software, the Welligent System, and/or the Software Service does not materially perform in accordance with the Documentation and 
Specifications or the Welligent Implementation Statement of Work or the mutually agreed upon customer requirements as specified in 
the Order Sheet, Welligent shall correct any such Defects within a reasonable period of time in accordance with the Acceptance Testing 
requirements.  
 
2. Customer Support. 
 

(a) Customer Support Services.  Welligent will provide the following services to Customer (collectively, “Customer 
Support Services”):  (i) services to assist Authorized Users to gain access to, understand and use the Welligent System, Software and 
Software Services, (ii) clarification of the Documentation and Specifications, (iii) guidance in operation of the Welligent System and 
Software Service, and (iv) verification, analysis and correction of Defects or failures in the Welligent System and Software Service to meet 
the mutually agreed upon customer requirements as specified in the Order Sheet (collectively, “Welligent Implementation 
Requirements”) and Section 3 of this Agreement (“Service Level Requirements”).  The fees for such Customer Support Services are as set 
forth on the Order Sheet (“Software Service Fees”).  In addition to the Customer Support Services, Welligent will provide additional 
services at Customer’s reasonable request in support of Customer’s business operations, including assistance in the maintenance of 
Setup, creation of additional reports and forms, development of Enhancements requested by Customer and agreed to by Welligent, and 
investigation of problems resulting in “false alarm” claims of alleged Defects in the Welligent System or Software Service or failure of the 
Welligent System or Software Service to perform in accordance with the Documentation and Specifications, or Welligent Implementation 
Requirements, or Service Level Requirements (“Billable Customer Support Services”), at the Project Management Professional Services 
rates specified in the Order Sheet. 

 
(b) Support Contacts.  Customer may appoint two (2) contacts to receive technical support from Welligent on behalf of 

Customer ("Support Contacts").  Customer will identify the Support Contacts for Welligent and Customer may appoint replacement 
representatives upon notice to Welligent.  Customer acknowledges that Welligent is not obligated to provide technical support other 
than to Customer's identified Support Contacts. 
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(c) Regular Hours for Support Services.  Welligent’s regular hours for the provision of customer support services are 8:30
AM – 9:00 PM Eastern Time, Monday through Friday, excluding holidays (“Regular Hours”). In the event Customer requires Customer 
Support Services outside of Regular Hours, Customer may telephone or email as follows:  888-317-5960, support@welligent.com. 

3. Service Level Requirements.

(a) System Availability.  Welligent will make the Software Service, as described herein, available to Customer on a 24x7
basis, exclusive of Scheduled Downtime (as defined below) and Force Majeure Events (as defined in Section 16 below). Customer will 
have access to Software Service and the Customer Data at least 99.9% uptime, as measured monthly, excluding Scheduled Downtime, 
with no outages (unscheduled downtime) in excess of a total of one and one-half (1.5) hours in any month. Welligent will notify Customer 
by email to the Support Contacts within two hours of any known and verified unscheduled downtime of the Software Service, and 
provide status updates periodically until the Software Services are restored.  Welligent will notify Customer by email to the Support 
Contacts when the Software Service is restored.  “Scheduled Downtime” shall mean a maximum of any four (4) consecutive hours 
between Friday at 9:00 p.m. and Sunday at 11:59 p.m., EST, unless upon two (2) days prior written notice by Welligent to Customer of a 
longer time period. 

(b) System Maintenance.  From time to time Welligent will be required to interrupt the Software Service for maintenance
purposes.  Welligent will use commercially reasonable efforts to conduct all such maintenance during Scheduled Downtime, which shall 
mean a maximum of any four (4) consecutive hours between Friday at 9:00 p.m. and Sunday at 11:59 p.m. EST, unless upon two (2) days 
prior notice by Welligent to Customer of a longer time period. Welligent will use commercially reasonable efforts to provide Customer 
with advance notice for any other interruption in the Software Service.  Notices of Scheduled Downtime and other interruptions will be 
posted on the Welligent website and/or Welligent’s secure website, www.welligentcommunity.com, and Customer may also be notified 
by e-mail. 

(c) Response Time. The internal processing time for Welligent to receive and process an Authorized User transaction will
be no more than two seconds not less than ninety-five percent (95%) of the time. This response time pertains to the processing by the 
Welligent System and Software Service of typical Authorized User transactions which may include search and retrieval, screen requests, 
data edits and submissions (e.g., the time required for a round-trip between receipt of the data by the Welligent firewall, processing by 
the Welligent System and Software Service, and receipt back by the Welligent firewall). Response time can be measured by creating a 
timestamp when an Authorized User transaction (e.g., page request or submission) is received at the Welligent firewall and measuring 
the difference between the time the transaction is returned back to the Welligent firewall. This measurement of transaction processing 
time includes both database processing time and the transmission time on the Welligent internal network.  This response time may 
exclude some bulk processing requests including the generation of billing cycles, complex reporting and other similar Authorized User 
requests; provided, however that such bulk processing requests have a response time that does not exceed thirty (30) minutes, unless 
otherwise agreed to by the parties in writing. The elapsed time for actual end-user response times will vary based upon factors outside of 
Welligent’s control, such as the configuration and operation of Customer Equipment (as defined in Section 7(e) below), bandwidth 
available to Authorized User, transmission delays caused by Customer’s Internet service providers, and Internet latency outside of 
Welligent’s or its Internet service provider’s control. 

(d) Remedies.  Welligent will, upon Customer's request, pay Customer a one (1) day equivalent of the Monthly Software 
Service Fees, calculated as 1/# calendar days in the then current term month, for each hour of continuous unscheduled downtime that 
exceeds an initial grace period of 24 continuous hours, exclusive of scheduled maintenance periods. In no event shall the remedy 
provided in this Section exceed the amount of the Software Service fees to be paid by Customer to Welligent for the then-current month.  
This Section 3(d) contains Customer’s sole remedy and Welligent’s sole obligation with respect to unscheduled downtime. 

(e) Exceptions.  Welligent will not be responsible for failures to meet the provisions of Sections 3(a), (b) and (c) above
(collectively, the “Service Level Requirements”) that are due to the following events: (i) any latency or downtime due to acts or omissions 
by Customer or Authorized Users, (ii) acts of unauthorized third parties; (iii) Internet latency, failures or outages outside of Welligent’s or 
its Internet service provider’s control; (iv) third party acts or omissions over which Welligent has no control; and (v) problems associated 
with the computer hardware and software systems used by Customer or its Authorized Users. 

(f) Obligation to Correct Defects, Priority Levels and Response Time.  Welligent will correct malfunctions in the Welligent
System, the Software and/or Software Service that cause erroneous data to be applied to the databases, materially  decreased 
performance in the processing of transactions, or reporting that prevents or impairs a feature of the Software, the Welligent System or 
Software Service from materially performing in accordance with the Documentation and Specifications and/or the Welligent 
Implementation Requirements in the Welligent System and failures of the Software, the Welligent System, or the Software Service to 
perform in accordance with the Service Level Requirements and with the functionality described in the Documentation and Specifications 
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and/or the Welligent Implementation Requirements (collectively, “Defects”) at no additional charge to Customer for as long as Customer 
Continuously Subscribes and is in compliance with the terms of this Agreement.  Welligent will respond to and use commercially 
reasonable efforts to complete correction of Defects and failures of the Welligent System or Software Service to perform in accordance 
with the Service Level Requirements in accordance with the following schedule: 

(i) Priority Level 1:  “Service Outage” meaning the Welligent System is not reasonably accessible.  Upon receipt
of a communication from Customer indicating that a Priority Level 1 Defect has occurred, Welligent will make an initial response 
acknowledging receipt of Customer’s Priority Level 1 Defect within one (1) hour.  Priority Level 1 calls will be handled on a 24 hour, 7 days 
a week basis.  Welligent will use reasonable best efforts to provide a work-around, or correct a Priority 1 Defect within three (3) Regular 
Hours after acknowledging receipt of the Service Outage by Welligent. 

(ii) Priority Level 2:  A Software Service function does not work in accordance with the Service Level
Requirements, Welligent Implementation Requirements, or Documentation and Specifications, no reasonable work-around exists, and 
Customer has a critical need for the function.  Upon receipt of a communication from Customer indicating that a Priority Level 2 Defect 
has occurred, Welligent will make an initial response acknowledging its receipt of Customer’s communication of a Priority Level 2 Defect 
within four (4) business hours. Priority Level 2 calls will be handled during normal business hours. Welligent will use commercially 
reasonable efforts to provide a fix or work around for Priority Level 2 Defects within three (3) business days after receipt of the report. 

(iii) Priority Level 3:  A Software Service function does not work in accordance with the Service Level
Requirements, Welligent Implementation Requirements, or Documentation and Specifications, but a reasonable work-around exists or 
Customer is able to wait for the next Release for a fix.  Upon receipt of a communication from Customer indicating that a Priority Level 3 
Defect has occurred, Welligent will make an initial response acknowledging its receipt of Customer’s communication of a Priority Level 3 
Defect reported within twenty-four (24) hours. Priority Level 3 calls will be handled during normal business hours. Welligent will use 
commercially reasonable efforts to identify a resolution to Priority Level 3 Defects within thirty (30) days after receipt of the report and 
incorporate Priority Level 3 fixes in the next Release of the product. 

(g) Patches and Work-Arounds.  Between regular, scheduled Software releases which provide significant new
functionality or capability of the Software relative to the prior version (“Releases”), Welligent may, at its discretion: (i) provide a "patch" 
or software fix developed to quickly resolve a Defect or critical regulatory requirement, with the understanding that the patch has not 
been through a comprehensive quality assurance testing cycle and may itself contain Defects; or (ii) suggest a “workaround", or change in 
the procedures followed or method of entry of data to avoid a Defect without materially impairing Customer's use of the Welligent 
System or Software Service. 

(h) False Alarms.  If Welligent believes that a problem reported by Customer is not due to a Defect in the Welligent
System or Software, a failure of the Software Service to perform in accordance with the Service Level Requirements, Welligent 
Implementation Requirements, or Documentation and Specifications, or cannot be recreated, Welligent will so notify Customer.  
Customer may request that Welligent investigate the problem further.  If Customer so elects and Welligent reasonably determines that 
the reported problem was not due to a Defect in the Software or a failure to perform in accordance with the Service Level Requirements, 
Documentation and Specifications, or the Welligent Implementation Requirements, the Customer Support Services provided by Welligent 
will be considered Billable Customer Support Services and Customer will pay Welligent for the time devoted to investigating the problem 
in accordance with the fee schedule on Order Sheet, Project Management Professional Services (as defined therein). 

4. Information Security.

(a) Information Security.  Welligent will continually maintain a data security management program that includes
reasonable and appropriate administrative, physical and technical safeguards to ensure the confidentiality, integrity and availability of 
Customer Data as defined in Section 7(c) below (“Welligent Security System”). The Welligent Security System shall be consistent in all 
material respects with the best practices for such systems within its industry and according to all relevant FERPA standards.  

(b) Redundant Data Centers and Infrastructure. Welligent shall ensure that all Customer Data that is hosted by Welligent
shall be maintained on secure servers located in at least two data centers owned, operated and controlled by Welligent and physically 
located within the United States (each, a “Data Center”). The primary Data Center in which the primary server resides is currently located 
at PhoenixNAP, 3402 East University Drive, Phoenix, AZ 85034 (“Primary Data Center”).  As part of the hosting services provided 
hereunder (“Hosting Services”), Welligent shall ensure that redundant copies of the Customer Data shall simultaneously reside in a 
backup server physically located in another  Data Center which is currently located at PhoenixNAP, 34 Peachtree Street, Atlanta, GA 
30303 (“Back-Up Data Center”). (Primary Data Center and Back-Up Data Center collectively, “Data Centers”). At its discretion, Welligent 
may upgrade or relocate its Data Centers to equivalent facilities located within one of the fifty (50) states or the United States or any of 



 

5005 Colley Avenue, Norfolk, Virginia 23508 • 888-317-5960 • www.welligent.com • info@welligent.com 
Page 4 

Welligent Support and Service Level Requirements 

the United States territories, in order to best meet its customer’s needs. Welligent shall ensure that the Customer Data is encrypted in 
transit and at rest (including at the Back-Up Data Center). 
 

(c) Data Backup.  Welligent acknowledges and agrees that all Customer Data is stored and maintained in the Welligent 
System such that all data is accessible in the then-current version and backup of the Welligent System.  Welligent will incrementally 
backup Customer Data stored on the Welligent System on a daily basis.  Each week, Welligent will perform a full backup of Customer 
Data.  Weekly full backup copies will be stored for two (2) months.  Each month, Welligent will perform a full backup of Customer Data 
and store the backup copy at an offsite location.  Monthly full backup copies will be stored for six (6) months. 
 

(d) Disaster Recovery.  Welligent shall implement and maintain a commercially reasonable disaster recovery plan 
(“Disaster Recovery Plan”), consistent with the highest industry standards in healthcare, to enable Welligent to resume operation of the 
Software Service and Welligent System, install the most recent backup copy of Customer Data, and enable Customer to resume 
operations within a reasonable period of time not to exceed 2 days.  Welligent will test the effectiveness of its Disaster Recovery Plan 
periodically, but no less than annually.  Welligent may update or modify its Disaster Recovery Plan, provided that it is, at all times, 
commercially reasonable.  Upon Customer’s written request (no more than once each year), Welligent shall provide Customer with a 
copy of Welligent’s then current Disaster Recovery Plan. 

 
(e) Secure Data Transmission.  Communications between Authorized Users and the Welligent System that include access 

to or transfer of Customer Data will be over a secure connection utilizing encryption and shall comply with standards and best practices 
within its industry all applicable FERPA rules, regulations and requirements.  

 
(f) Welligent Staff.  All Welligent employees (“Welligent Staff”) performing services to Customer will receive training 

about compliance with applicable security standards and protection of the privacy of Customer Data. Welligent warrants and covenants 
that it shall require all of its employees, contractors, agents and other authorized individuals who have access to its Data Centers to 
adhere to its written security policies and procedures regarding remote electronic access or physical access to a Data Center which shall 
be provided to Customer upon execution of this Agreement and as requested thereafter.  Welligent shall enforce such security policies 
and procedures and shall take appropriate corrective action against any individuals who fail to adhere to such security policies and 
procedures, including termination. 

 
(g) Contractors and Third Parties.  All Welligent contractors, sub-contractors and third parties with access to Customer 

Data, Welligent System or the Software Service will sign Welligent’s Business Associate Agreement. Additionally, contractors and third 
parties with access to Customer Data and PHI will receive training about compliance with applicable security standards and protection of 
the privacy of Customer Data. 

 
(h) Off-shore Resources.  Welligent shall not directly or indirectly transmit or transfer to, or allow access from any 

Offshore Location to any Customer Data (including PHI) without Customer’s prior written consent, which consent may be withheld for 
any or no reason. Any such consent, if given, may be conditioned upon, among other things, Customer’s satisfactory and timely 
completion of an Attestation Concerning Offshore Contractors and any other such requirements from Centers for Medicaid & Medicare 
Services. For purposes of this section, the term “Offshore Location” shall mean any location not within one of the fifty (50) states of the 
United States or any of the United States territories.   

 
(i) Notification of Security Incidents.  Welligent will notify Customer immediately, but no later than twenty-four (24) 

hours after discovery of any security incident that resulted in or that may have resulted in unauthorized access, use, disclosure, 
modification, or destruction of Customer Data.   

 
(j) Audits.  At least once each year during the Term Welligent will engage an independent third party to conduct an 

annual audit of the security of Welligent’s information systems, Welligent System, and the Software Service, including the security 
management program and system security at Welligent’s data centers, in accordance with Welligent’s security measures (the “Security 
Audit”).  Upon written request, Welligent shall provide Customer with a copy of the current Security Audit.  Welligent will promptly 
correct any deficiencies and implement any process improvements recommended as a result of such Security Audit. Welligent shall 
ensure that any third party with access to Welligent’s information systems, Welligent System, and the Software Service will sign 
Welligent’s Business Associate Agreement. 

 
(k) Compliance with Privacy and Data Security Laws.  Welligent will comply with applicable federal, state and local laws 

and regulations governing the confidentiality and security of Customer Data, including but not limited to FERPA. 
 



5005 Colley Avenue, Norfolk, Virginia 23508 • 888-317-5960 • www.welligent.com • info@welligent.com 
Page 5 

Welligent Support and Service Level Requirements 

5. Customer Data.

(a) Ownership of Customer Data.  Customer Data is the property of Customer.

(b) Access to Customer Data.  Access to Customer Data will be limited to persons designated by Customer as Authorized 
Users and to Welligent Staff as needed to provide Software Services.  The Software Service includes systems for establishing levels of 
access to Customer Data based upon the nature of the work performed by an Authorized User.  Customer will be responsible for 
establishing the levels of access to Customer Data to be provided to each Authorized User. 

(c) Welligent Use and Disclosure of Customer Data.  Welligent will use and disclose Customer Data only as necessary to
provide the Software Services to Customer and as permitted in the Business Associate Agreement. 

(d) Data Aggregation Services; Limited Data Set.  Welligent will provide data aggregation services to Customer, as
permitted by 45 CFR 164.504(e)(2)(i)(B).  As permitted by 45 CFR 164.514(e), Customer agrees that Welligent may create and retain a 
“limited data set” of Customer data that excludes direct identifiers of individuals, their relatives, employers, or household members.  
Welligent may use the limited data set for purposes of continuing development of quality improvement methods, enhancements of 
Welligent Software, and creation of Software Services to support the health care operations of Welligent customers.  Welligent agrees 
that it will follow the requirements of 45 CFR 164.514(e)(3), which restricts Welligent’s use and disclosure of the limited data set. 

(e) Return of Customer Data.  Upon termination of this Agreement, and subject to the provisions of any Business
Associate Agreement, Welligent will within (3) business days return to Customer any copies of Customer Data in the possession of 
Welligent or its agents or subcontractors. Customer Data will be returned to Customer in a commercially reasonable electronic format 
including MS Access, Excel or ASCII tab-delimited text file and shall include both organization and client-related table data.  All core client, 
clinical, billing, and organization Customer Data shall be removed from Welligent electronic storage media.  Before Welligent transfers, 
surpluses, or donates any computer disk drives or other electronic media upon which Customer Data was stored, it shall sanitize that 
media and remove all data using Kill Disk or other technologies deemed acceptable to Welligent. 

6. Source Code Escrow Services.

(a) Source Code Escrow Agreement.  If purchased by the Customer, Welligent shall deposit the Source Code, Object Code
and Documentation and Specifications for the Software, including, any modifications, upgrades or amendments thereof, pursuant to the 
terms of the Welligent’s Source Code Escrow Agreement with its then-current source code escrow provider.  In the event the Customer 
makes such a request, Customer must execute such documentation as is reasonably necessary and may be required by Welligent and/or 
such provider.  Customer will be solely responsible for and incur all costs associated with such election and adding Customer as a 
beneficiary of such Source Code Escrow Agreement, and such costs and fees are in addition to amounts otherwise paid by Customer 
pursuant to this Agreement. 

(b) Customer Use of Welligent Software After Release Event.  If a Release Event (as defined in the Source Code Escrow
Agreement, Appendix 2) occurs and the Welligent Software is delivered to Customer as required by the Source Code Escrow Agreement, 
Welligent grants Customer a non-exclusive, non-transferrable, perpetual license to install the Welligent Software on Customer Equipment 
and to use the Welligent Software, as it existed as of the date of the Release Event, solely for Customer’s own internal business purposes 
and subject to the terms and conditions of this Agreement. Customer shall be responsible for providing the necessary computer 
equipment and networking equipment and obtaining licenses to use third party software products (such as the Oracle® database 
software) required for the operation of the Welligent Software. 

7. Customer Obligations.

(a) Maintenance of Setup.  After the initial configuration of the Welligent System and Software Service in accordance
with the Implementation Plan (“Setup”) and commencing with the First Go Live (as defined below) and Customer’s production use of the 
Welligent System and Software Service, subject to Welligent’s obligations to correct Defects as provided in this Agreement, Customer will 
be responsible for the on-going maintenance of the Setup of the Welligent System and Software Service. This shall generally include the 
following types of Customer-specific information: organization information, locations, programs, services, payers, fee schedules, screen 
configurations such as progress notes and consents, custom field additions and drop-down values.  “First Go Live” is the point at which 
the Customer enters live, client and/or clinical data into the Software Service and/or Customer uses Welligent System to issue a claim to 
any payer. 
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(b) Access to and Use of Software Service.  Customer will ensure that only Authorized Users are permitted to access and 
use the Software Service, and that use of the Software Service is only for the purposes permitted by this Agreement and that the 
Software Service is used in a lawful manner.  Each Authorized User shall receive a unique access code to access the Software Service.  
Authorized Users shall not, directly or indirectly, provide, sell, transfer, grant, supply or otherwise share the access code or other account 
identification information to or with others.  Customer shall be solely responsible for the actions of its officers, directors, employees, 
volunteers, trainees and agents (“Workforce”) in the use or misuse of the Software Service. 

(c) Data Entry.  Following the First Go Live, Customer is and shall be solely responsible for the data entry of any and all
records, data and other information input by Customer and stored on the Welligent database (collectively, "Customer Data"), including, 
but not limited to, entries to individual health records. Customer shall, in its sole discretion, determine who will be permitted access to 
the Customer Data (each an “Authorized User”). Control and direction of release of Customer Data is the sole responsibility of Customer. 

(d) Compliance with Privacy and Data Security Laws.  Subject to Section 4(i), Customer acknowledges that it, and not
Welligent:  (a) is and shall be solely responsible for Customer compliance with all applicable federal, state and local ordinances and/or 
administrative requirements for ensuring confidentiality of, limitations on access to, use and disclosure of Customer Data and Personal 
Information (as defined below); (b) shall establish and maintain its own compliance program to ensure that its Workforce safeguards the 
privacy and security of information about individuals which is considered confidential under federal or state laws and subject to 
restrictions governing use and disclosure, including but not limited to protected health information, i.e., all Customer client records 
(“Personal Information”); and (c) is responsible for implementing a reasonable and appropriate data security program to prevent 
unauthorized access to the Customer Equipment and unauthorized use or disclosure of Personal Information.  Notwithstanding anything 
herein to the contrary, any failure of Customer with respect to this Section 7(d) shall not be considered a breach of this Agreement; 
provided, however, that Customer shall indemnify Welligent in accordance with Section 13(c) from and against any action, claim or 
demand resulting from Customer’s failure to meet its obligations pursuant to this Section 7(d). 

(e) Customer Equipment.  The technical requirements for Customer’s computer hardware, networks, communications
equipment, data lines, back-up systems, security devices, operating system software, data bases and other third party applications 
(collectively, “Customer Equipment”) to be used to access the Software Service are described in Welligent’s customer equipment 
requirements, available on Welligent’s secure site, www.welligentcommunity.com.   Customer is solely responsible for the purchase, 
installation, configuration and maintenance of Customer Equipment and for management of Customer’s local computer network and 
information system. Customer is responsible for any failure in satisfactory processing of Customer Data that is due to failures in 
performance of Customer Equipment. 

(f) Other Assurances.  Customer will ensure that its Workforce and all Authorized Users (i) abide by the provisions of this
Agreement with regard to protection of the Welligent System, Software Service, Welligent’s Intellectual Property (as defined below) and 
Confidential Information (as defined below) and (ii) do not use the Welligent System or Software Service in a manner that violates the 
intellectual property or other proprietary rights of any third party.  “Intellectual Property” means any and all copyrights, trademarks, 
trade names, trade secrets, patents, know-how and other proprietary rights of every kind and nature, including but not limited to all 
registrations, applications, renewals and extensions thereof.  “Confidential Information” means business information, software,  patient 
related information, security procedures, processes and policies, volume data, electronic and printed data, scheduling information, 
clinical services information, information relating to a party's business, confidential reports, patient lists, as well as the amount, nature 
and type of services, and business methods used by a party.  Notwithstanding the foregoing, Confidential Information shall not include 
information that: (a) is or becomes generally available to the public through no wrongful act of the receiving party; (b) was available to 
the receiving party on a non-confidential basis prior to its disclosure to the receiving party by the disclosing party; (c) becomes available 
to the receiving party on a non-confidential basis from a source other than the disclosing party, provided that such source is not known 
by the receiving party to be subject to a confidentiality agreement with the disclosing party; or (d) is developed by the receiving party 
without relying on or using information supplied by the disclosing party. 

8. Ownership.

(a) Ownership. Customer acknowledges and agrees that (i) nothing contained herein gives Customer any ownership, or
other right, title or interest in and to the Welligent System, Software Service or Welligent Intellectual Property, except the license rights 
expressly provided in Section 1 above; (ii) Welligent has and maintains complete and exclusive ownership of the Welligent System, 
Software Service and Welligent Intellectual Property, in all forms, and all copies and portions thereof; and (iii) Customer shall not make 
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any application to be registered as owner of any patent in, or claim any rights of copyright in, or claim any other intellectual or 
proprietary rights whatsoever in, the Welligent System, Software Service or Welligent Intellectual Property. 
 

(b) Improvements.  Welligent shall own all right, title and interest in and to any and all Improvements (as defined below) 
developed by or for either party.  “Improvements” include all improvements, discoveries, inventions, innovations, variations, 
developments, modifications, technology, know-how, and other information, of any nature or form, discovered, developed or conceived 
by or for either party which relate to the Welligent System, Software Service or Welligent Intellectual Property as in existence on the date 
of this Agreement or at any time hereafter. 

 
(c) Ownership of Customer Materials. Notwithstanding anything herein to the contrary, Customer shall have and 

maintain all right, title and interest in and to any and all of Customer's Confidential Information and Customer Materials.  For the purpose 
of this Agreement, "Customer Materials" shall mean any materials provided by Customer that are marked "Confidential", "Proprietary" or 
similar designation, any information that is deemed confidential in accordance with customary healthcare industry standards, and those 
Welligent eForms based on internal Customer documentation developed by Welligent specifically for Customer for a fee.  

 
(d) Patents, Trademarks and Copyrights.  Customer shall cooperate with Welligent, at Welligent’s sole expense, with 

respect to any patent, trademark, copyright or other filings necessary to assist Welligent in maintaining Welligent’s ownership of and/or 
the validity of the Welligent System, Software Service or Welligent Intellectual Property or Improvements. 
 
9. Confidentiality.  Each party acknowledges that it may receive or be exposed to certain Confidential Information of the other 
party.  With respect to Welligent, Confidential Information also includes the Welligent System and Software Service.  Each party agrees to 
use commercially reasonable efforts to, and will direct its employees, officers, directors, managers, agents, volunteers, trainees and 
affiliates to, keep the Confidential Information and all information and materials concerning or related thereto (except to the extent any 
of the same is or becomes generally known to the public, without any disclosure by such party in violation of this provision), secret and 
confidential at all times.  In extension of and not limitation of its general obligations under the preceding sentence, each party agrees not 
to disclose, disseminate or permit to be disclosed or disseminated any such Confidential Information to any person, except as required by 
law, or as expressly authorized hereunder to enable such party to carry out its obligations pursuant to this Agreement.  Each party will 
use at least the same degree of care to avoid disclosure or dissemination of any such Confidential Information as it employs with respect 
to its own information which it does not desire to have disclosed or disseminated. Each party agrees that any violation of the provisions 
of this Section 12 will result in irreparable injury to the other party and, therefore, if the receiving party or any member of its Workforce 
or any Authorized User violates any provisions of this Section 12, the disclosing party will be entitled to equitable relief, including 
injunction and specific performance, in addition to all other available remedies. 
 
10. Limited Warranty; Remedies. 
 

(a) Limited Warranty.  Welligent makes the following representations and warranties with regard to the Welligent 
Software and the Software Service: 
 

(i) Functionality. The Welligent Software, Welligent System and Software will, in all material respects, perform 
in accordance with the Service Level Requirements, the Documentation and Specifications and the Welligent Implementation Statement 
of Work or mutually agreed upon customer requirements as specified in the Order Sheet. To enable Customer to meet the “Meaningful 
Use” criteria for purposes of qualifying for the Medicare and Medicaid Electronic Health Records (“EHR”) Incentive Programs 
administered by the United States Center for Medicare and Medicaid Services or other similar programs, the Software, the Welligent 
System and the Software Service shall be configured and continually maintained, at all times during the Term, to be and remain certified 
for those certification modules which Welligent elects, related to ambulatory care products, in accordance with the standards, 
implementation specifications and certification criteria for EHR technology as adopted and amended by the United States Secretary of 
the Department of Health and Human Services, and as tested and certified by an Office of the National Coordinator (ONC) Authorized 
Testing and Certification Body (ATCB). 
 

(ii) Non-Infringement.  To Welligent’s knowledge, the Software does not infringe any U.S. copyright, trademark, 
or patent right of any third party. 

 
(iii) Malicious Code; Disabling Devices.  The Welligent Software including all Enhancements, Updates, patches, 

fixes and new versions does not, and during the Term will not, contain any malicious software such as a virus, worm, Trojan horse 
detectable by currently available utilities.  Nor does the Welligent Software including all Enhancements, Updates, patches, fixes and new 
versions, does not, and during the Term, will not contain any encoded or embedded serial number, time-out or any similar or dissimilar 
disabling device or characteristic. 
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(iv) Performance.  Welligent shall perform the services hereunder in a professional and workmanlike manner
consistent with the best practices for similar services within its industry. 

(b) Exceptions.  Welligent’s warranties do not apply to: (i) use of the Software Service other than in accordance with the
most current Documentation and Specifications; (ii) defects, problems, or failures in selection, installation, or configuration of Customer 
Equipment; (iii) data transmission delays, problems, or failures caused by any Internet Services Provider; (iv) delays caused by Customer 
Internet provider latency; (v) failures caused by malicious software; (vi) failures caused by misuse of the Software Service, negligence or 
malicious conduct of Customer or Authorized Users; or (vii) defects, problems or failures due to Customer’s failure to incorporate 
Enhancements or Updates.  Welligent makes no warranty: (1) that the functions performed by the Software Service will achieve the 
results desired by Customer except that nothing herein shall be deemed to diminish in any way the express warranties made by Welligent 
in this Agreement, including, without limitation, those warranties made in Section 9(a)(i); (2) that the operation of the Software Service 
will be error free in all circumstances; (3) that all insignificant defects in the Software that do not materially affect the Software’s core 
functionality or Customer’s ability to use the Software will be corrected; or (4) that the operation of the Software Service will not be 
interrupted for a short period of time by reason of a defect therein or by reason of fault on the part of Welligent. 

(c) Limited Remedies.  In the event of a breach by Welligent of any of the limited warranties specified in Sections 9(a)(i),
(iii), and (iv), Customer’s sole remedy and Welligent’s sole obligation for remedy of any such breach is for Welligent to effect corrections 
at its sole cost within thirty (30) calendar days such that Welligent shall be in compliance with such warranties. 

(d) Disclaimer. THE SOFTWARE SERVICE IS PROVIDED “AS IS”.  EXCEPT AS SPECIFICALLY SET FORTH IN THIS AGREEMENT,
THERE ARE NO OTHER WARRANTIES, WHETHER WRITTEN OR ORAL, EXPRESS OR IMPLIED, WITH RESPECT TO THE SUBJECT MATTER OF 
THIS AGREEMENT OR ANY EXHIBIT, INCLUDING ANY IMPLIED WARRANTIES OF MERCHANTABILITY OR IMPLIED WARRANTIES OF FITNESS 
OR SUITABILITY FOR A PARTICULAR PURPOSE,  (WHETHER OR NOT WELLIGENT KNOWS, HAS REASON TO KNOW, HAS BEEN ADVISED, OR 
IS OTHERWISE IN FACT AWARE OF ANY SUCH PURPOSE), WHETHER ALLEGED TO ARISE BY LAW, BY REASON OF CUSTOM OR USAGE IN 
TRADE, OR BY COURSE OF DEALING. IN ADDITION, WELLIGENT EXPRESSLY DISCLAIMS ANY WARRANTY OR REPRESENTATION TO ANY 
PERSON OR ORGANIZATION OTHER THAN CUSTOMER WITH RESPECT TO THE SOFTWARE SERVICE OR ANY PART THEREOF AND ANY 
WARRANTY OR REPRESENTATION TO CUSTOMER THAT IS NOT INCLUDED IN THIS AGREEMENT. IT IS UNDERSTOOD THAT THE SOFTWARE 
SERVICE WILL BE USED IN THE DELIVERY OF CLINICAL SERVICES AND ADMINISTRATION OF HUMAN SERVICE PROGRAMS, AND AGREED 
THAT RESPONSIBILITY FOR ALL DECISIONS RELATING TO THE PROVISION OF TREATMENT, PAYMENT OF BENEFITS AND ALLOCATION OF 
RESOURCES ARE THE RESPONSIBILITY OF CUSTOMER AND ITS AUTHORIZED USERS, AND NOT THE RESPONSIBILITY OF WELLIGENT.  
CUSTOMER ACKNOWLEDGES AND AGREES THAT IT HAS INDEPENDENTLY VERIFIED THAT THE SOFTWARE SERVICE IS APPROPRIATE FOR 
THE PURPOSES FOR WHICH CUSTOMER INTENDS TO USE THE SOFTWARE SERVICE. 

Jenn Blake, Exec Director

11/8/2021

Approved as to form by OUSD Staff Attorney
Joanna Powell on 11/16/21.
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